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On September, 29, 2009 a third forum between TechAmerica and the FAA SWIM program took place.  This forum was established so that the FAA could discuss SWIM related questions or documents in an open continuing forum with the TechAmerica membership.  The other forums were held on March 4, 2009 and June 23, 2009. The notes for these sessions are posted to SWIM.gov.

The agenda for the meeting was a discussion around TechAmerica comments pertaining to SWIM Core Architecture Evolution Concepts document as posted on SWIM.gov and a discussion of lessons learned re business case (benefits) justification for infrastructure based efforts.
Discussion of Comments on SWIM Core Architecture Evolution Concepts document
· The MITRE authors of the document were introduced:  Ezra Jalleta, Duncan Thomson and Bindu Kaul.
· The purpose of this technical overview draft document is to capture the necessary alternatives from Segment 2 to support JRC and investment analysis.  Included were Segment 1 lessons learned i.e. NAS security architecture.  The paper contained recommendations to the FAA.  It is contained in the SWIM reference library.

· The document was “well written”.  It was good to see alignment of thought with industry.  Question:  Is Segment 2 more infrastructure heavy?
· Answer:  Segment 1 is more a portfolio of business services.  Segment 2 is definitely more infrastructure-centric.  The SWIM office has been working with others in the FAA to get SOA concepts implemented – to get business services and IT to work more closely together.

· The real goal is to get NAS business services implemented and disseminated using an infrastructure intended to facilitate business services.  This is a new model for the FAA at this level.

· SOA is a means to an end to get a provider and a consumer to talk to each other.  Conops question:  How do you apply governance?

· Answer:  The paper touches on governance but governance is not the focus.

· Counterpoint:  Governance is a core component of any option in SWIM.  It covers the lifecycle of the program.  If you have a policy, you have to have a process.  Metrics are needed to measure progress.
· The SWIM Infrastructure Implementation Plan (being drafted; should be out by end-of-year) is a “contract” between the SWIM Program Office and user entities.  It represents a new paradigm in the FAA.  One area of focus is the Enterprise Services Configuration Control Board.  The plan attempts to influence other boards such as the TRB.  It uses SWIM link diagrams to show the flow of activities and interactions regarding enterprise information management.  These concepts were shared with Gartner Group.

· Community-level enterprise information management needs to be in harmony with FAA and FAA needs to supply guidance on how it is used.
· Segment 2 is much more than just infrastructure.  It encourages the facilitation of communities of interest (COI).

· We need something to “bridge the gap”.  How the COI’s feed into the governance domain is still being thought through.

· It was reiterated that the MITRE document was only meant to cover the core architecture.  There is still much more outside the core.

· Question:  Any comments on the Enterprise Service Bus (ESB)?  Answer:  At the end of the day, SWIM is about making more services available to consumers.  The paper describes good usage of the ESB.
· There is a concern over “losing control”.  There is also a FAA desire to get enterprise level of control of services.  The architecture described in this document allows a hybrid – the best of Segment 1 was kept and enterprise services would be allowed to share infrastructure or end systems.  It at least allows that type of model.
· Latency issues arise with more layers of infrastructure.  We may want to use direct-connect via SOA.  Other services would want to have access to content and that should be allowed.  Interface rules would have to be established.

· It does make a difference in having a centralized core infrastructure to provide greater services to consumers versus a federated approach.

· Accepted latency thresholds would be architected into SWIM and enforced through SLA’s.

· Segment 1 focused on web services – machine to machine.  Segment 2 looks at NAS operational improvements.  Some of these might best be supported by technologies other than web services.  Web Application Hosting or Web 2.0 might apply.  

· The paper also includes the notion of collaboration tools.  Is this in scope?  Any feedback?

· Response:  Yes.  The more collaboration you have, the more you mitigate threats to sharing.  Web 2.0 helps bring to light more services.
· SWIM is a business transformation.  It is a new way of doing business in the FAA.  The culture still supports stove pipes.  Use of collaboration tools is a great way to break through.

· The paper introduces a virtualized, seamless security flow.  This capability is centralized and it flows through the SIPS.  There is allusion to the cloud computing example.  The data flows quickly and securely.  There is a need for a centralized security solution.  Centralized security and monitoring has value to identify breaches or failures throughout the SWIM infrastructure.

· There is now a set of infrastructure security lanes in the NAS roadmap and they clearly overlap with Segment 2 and other programs’ security guidance and what they are going to take on.  It’s still hard to say what security decisions will be made.

·  Are collaboration services like white-boarding and instant messaging being considered?  Would they reside in SOA?  Yes.  There is a placeholder for these in the core services framework.  It is unsure whether these will be included in Segment 2.
· Are these functions going to be part of NAS systems or will they be add-on admin support services?  This is yet to be determined.  The hardening of applications for use in the NAS would be required.

· The Command Center has been using collaborative tools for day-to-day operations.  This form of collaboration may or may not be used in the NAS.  Collaborative ATM is evolving.

· It is good to open up the discussion of the MITRE document to the broader community.  There was good use of some of the prior TechAmerica papers.

Discussion of Benefits Estimation Methodology

· The Segment 1 to Segment 2 paper outlined benefits.  For example, program acceleration brings reduced development costs for interoperability, accelerated deployment of decision support tools, and information sharing for improved efficiency.
· How do you quantify benefits to justify the cost?

· The benefits may seem limited today but gains can be achieved through reuse in ways we can only imagine today.

· The major value proposition is in giving the external community access to ubiquitous information.  This will drive vendor communities to innovate in new and creative ways.

· Gains in productivity will be realized through the use of non-proprietary versus proprietary technologies.  The “opportunity loss” must be factored in.  Having a certain functionality X months sooner can be translated into a hard cost savings.

· Economies of scale is a key benefit.  FTI is a great example where various factions were buying and implementing their own telecommunications infrastructures. We can host and provide and acceptable level of service through SLA’s.  The AF GCSS program and the NAVY CANES program are just releasing lessons learned.

· Only the best programs survive.  Adoption rates are directly linked to speed of deployment.  

· NAS systems are critical in nature but decisions can be made faster.  Content can be decoupled from the underlying systems, manipulated, and used to make decisions more rapidly.

· ASIAS is going to leverage the SWIM infrastructure.  EVM can also be leveraged in useful ways other than administrative.

· Need to look into industry practices or examples of how government agencies took a “leap of faith”.

· What is the value of making decisions faster?  What is the benefit of accelerating NextGen?  Is it $10B/year in eliminating delays?

· Once an infrastructure is in place, there is a side benefit in the ability to accelerate NextGen.

· On October 9, the final Program Requirements Document will be available for review and comment.  Technical overview documents will also be available.  
