System-wide Information Management

Suitability Checklist Job Aid v4.0
Description of New Service or Modification to Existing

Response: 
1. SOA service availability verification

Explanation: Has the SOA service registry been checked to confirm that a comparable service does not exist?  If a comparable service does exist provide some insight into the level of difference.
Response: 

2. Intended Audience/User Community (FAA)

Explanation: Describe who the intended FAA audience and/or user community will be and how they will likely use the service(s). 
Response: 

3. Intended Audience/User Community (Non FAA)

Explanation: Describe who the intended non FAA audience and/or user community will be and how they will likely use the service(s).
Response: 

4. Type of user information

Explanation: What type of information will the FAA and/or non FAA users require?  How does this information support their current or planned work functions?
Response: 

5. Frequency of data usage (FAA)

Explanation: How often will the FAA users utilize the data?  If there are multiple data needs describe frequency of usage for each one.
Response: 

6. Frequency of data usage (Non FAA)

Explanation: How often will the non FAA users utilize the data?  If there are multiple data needs describe frequency of usage for each one.
Response: 

7. Role in NextGen strategic plan

Explanation: What role do these services or information requests play in supporting the FAA’s NextGen strategic plan?  How will these services have a positive impact?
Response: 

8. Durability of proposed process

Explanation: Describe how long the service or information will be required to be available.  Is this a service that will only be needed for a short period of time (months) or for an extended period of time.  If it is only required for a short period of time are there other options that should be considered?
Response: 

9. Granularity of service(s)

Explanation: Describe how the service or data required could be parsed to provide an acceptable level of granularity to ease management and maintenance.  Services that are too broad will be difficult to develop and maintain adequately.
Response: 

10. Reusability of service(s)

Explanation: Describe potential reuses of service(s) by other user communities within FAA and non FAA communities.
Response: 

11. Degree of use of SOA infrastructure

Explanation: Describe in as much detail as possible the expected use of the SOA infrastructure. 
Response: 

12. Impact on FAA users
Explanation: What impact would the implementation of this service have on FAA users?  Describe if they would realize benefits from this approach or if it would be an inhibition.

Response: 

13. Impact on non-FAA users (DOD, NASA, Airlines, etc.)

Explanation: What impact would the implementation of this service have on non-FAA users such as the Dept of Defense, NASA, major airlines, etc.?  Describe if they would realize benefits from this approach or if it would be an inhibition.
Response: 
14. # Interfaces Required to Existing Unique Systems
Explanation: Describe the existing # of unique systems that will need to have interfaces developed or modified.  Briefly describe the role that each of these interfaces plays in the overall service requirement.

Response:  
15. Technical complexity of point-point solution

Explanation: Describe in detail the technical complexity of implementing a point to point solution.  Things that should be considered at a minimum include maturity of technical solutions in a commercial and/or government environment, existing FAA subject matter expertise and availability of commercially available technical solutions.

Response: 

16.  Technical complexity of  SOA solution
Explanation: Describe in detail the technical complexity of implementing a SOA based solution.  Things that should be considered at a minimum include maturity of technical solutions in a commercial and/or government environment, existing FAA subject matter expertise and availability of commercially available technical solutions.
Response: 

17. Ability to use SWIM common components
Explanation: Describe the ability to use the existing infrastructure in place.  Examples of existing infrastructure include middleware messaging and the SWIM common components.  Further describe what modifications or new components would be required to provide the service in an effective and efficient way.
Response: 

18. IT security
Explanation: Describe the level of security required for service application.
Response: 

19. Greenfield versus Mod to existing

Explanation: Describe whether this service offering would require a modification to an existing service/platform or if it would require a Greenfield implementation. Greenfield is defined as any project which lacks any constraints imposed by prior work or existing infrastructure, essentially a clean slate opportunity.
Response: 

20. Technological maturity of non-SOA solution

Explanation: Describe the likely non-SOA solution and the maturity of the underlying technology.  Things to consider are existing commercial and government applications of technology and documented strengths and weaknesses.
Response: 

21. Technical risk of SOA approach

Explanation: Describe the potential technical risks of a SOA solution.  

Response: 

22. Safety of SOA solution
Explanation: Describe all potential impacts to operational safety processes. 
Response: 

23. Human factors/Impact to workforce with SOA solution
Explanation: Describe all potential human factor impacts to include negative and positive impacts that occur if SOA based solution is implemented.
Response: 

24. Operational cost efficiencies with SOA solution
Explanation: Describe and quantify any projected operational cost efficiencies that occur if SOA based solution is implemented.
Response: 

25. Maintainability of SOA solution
Explanation: Describe in detail the ease and efficiency of the maintenance of a SOA based solution.  Identify potential maintenance challenges.
Response: 

26. Risk of SOA based approach
Explanation: Describe in detail the operational risks of implementing a SOA versus a non-SOA solution.  Additionally identify possible mitigation approaches to remedy.
Response: 

27. Executability

Explanation: Describe the overall likelihood of a successful implementation of a SOA solution.  Contrast this solution to a non-SOA solution.
Response: 
28. Known dependencies for SOA based solution
Explanation: Describe known dependencies on other programs planned or underway.  Identify impact to service if programs are significantly delayed or cancelled.
Response: 
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