
[image: image1.jpg]December 1999





Forward

This document outlines and describes important characteristics of AF operations in the NAS Infrastructure Management (NIM) environment of the future.  It is intended for our AF employees, our customers, our stakeholders and our providers.

A section on Major NIM Functions contains descriptions of five major functions, which will be carried out in AF operations.  They are Monitor and Control, Resource Management, Help Desk, Operational Performance Analysis and Customer Service.

In a section titled NIM Components-Management and System Service Hierarchy a more detailed description of the functions and responsibilities of each of the NIM system service components are given.  These components are the National Operations Control Center (NOCC), Operations Control Centers (OCC), National Network Control Center (NNCC), Service Operations Centers (SOC) and Work Centers (WC).  A depiction is provided showing high-level operational relationships.

The next section contains detailed description of each of the system service components and their responsibilities.  Details on work distribution between the NIM system service components and management functions, e.g., SOC and System Support Center (SSC) are provided.  Additionally, this section provides descriptions of management interactions between the NIM system service components and the major AF field management functions, e.g., System Management Office (SMO) and Regional Office (RO).

The last section outlines an overview of NIM Information Management, provided at a high level to show how NIM information will be utilized in a real-time reporting environment.  In addition, a description is provided of NIM information used for historical tracking, and more importantly, cost and performance tracking.  This will enable AF to improve processes, improve service and reduce costs. 

_____________________________

Stanley Rivers

Director of Airway Facilities, AAF-1
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Organization of this document

Describes NAS Infrastructure Management (NIM) as key AF responsibility, focus on AF operations and organization of the sections in document.
Presents major NIM functions that will be carried out in AF operations. 


Defines the key NIM system service components (NOCC, OCC, NNCC, SOC and WC), and outlines major functions each NIM system service component performs. 



Describes NIM system service component work distribution and responsibilities, details about the operations and management relationships, and discusses operations and management roles in NAS service management.


Addresses how NIM information will be used to meet performance objectives.

1. introduction

Airway Facilities (AF) is responsible for providing services and conducting operations that deliver the highest possible levels of National Airspace System (NAS) safety and efficiency.  AF is committed to fulfilling this responsibility through effective management, operation and modernization of the NAS infrastructure.  AF provides a variety of services to NAS customers, including planning, transition, implementation, engineering and operations services.  One of the major functions in AF operations is to manage both the NAS infrastructure (systems, subsystems, and equipment) and the services it provides.  This is referred to as NAS infrastructure management (NIM).

NAS infrastructure management has two key objectives:

· Improving AF services for NAS customers while reducing cost, and

· Increasing the productivity of AF operations and system users.   

These goals will be achieved by enhancing AF capabilities to manage services, as well as the systems and resources that comprise the NAS infrastructure.  New technological tools will enable more effective utilization of people and resources, which will contribute to increased productivity.  New and improved processes developed from a Business Process Engineering (BPE) approach, the development of best practices, and more proactive, effective procedures will also contribute to improving delivered services and reducing costs.

NIMS will be a complex information system that consists of distributed computers, integrated software and database applications, remote monitoring and control capabilities, automated tools for AF specialists, and the telecommunications needed to collect and deliver NAS information.  NIMS will initially incorporate both new and legacy technologies, until it achieves full transition to an integrated system.  AF specialists will manage the NAS infrastructure by utilizing NIMS to monitor and improve services, optimize the productivity of people and resources, provide timely response to customer needs, ensure continuing improvement in services and work processes, reduce service risk through predictive practices, and promote customer satisfaction.

This document focuses on AF operations in the NIM environment, using the NIMS.  It is provided for our employees, our customers, our providers, and our stakeholders.  It contains four major sections that describe how we will use the tactical resources provided by various NIMS functions to achieve our strategic objective of infrastructure management:

· Major NIM Functions

· NIM Components - Management and System Service Hierarchy

· NIM Responsibility Allocations and Management Interactions

· NIM Information Management

2.
Major NIM Functions

2.1

Overview
To support the goals of improving service, reducing cost, and increasing the productivity of NAS infrastructure management, five major AF operations functions have been identified and are being integrated into AF’s way of doing business:

· Monitor and Control - Managing services and systems by monitoring and controlling infrastructure resource performance.

· Resource Management - Optimizing the productivity of our people and resources.

· Help Desk - Responding to customer needs and requests, 24 hours a day, 7 days a week.

· Operational Performance Analysis - Ensuring continuous improvement in infrastructure management and reducing risk.

· Customer Service - Ensuring quality service delivery, NAS performance and customer satisfaction.

A variety of these functions will be performed throughout AF NIM operations hierarchy, but all functions will be performed at the OCC's as described in the third and fourth sections of this document.

2.2

Monitor and Control Function
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Monitor and Control is the capability to observe the performance of the NAS infrastructure as it delivers services, and to manipulate or control infrastructure systems to ensure continuous, optimal service delivery.  This function will be provided through the use of NIMS assets such as enterprise management (EM), remote maintenance monitoring (RMM), automation, specialists’ tools such as event ticketing and performance management capabilities and telecommunications.  In essence, this function gives AF the tactical resource to better manage national infrastructure service delivery. 
The monitor and control function will improve service delivery by allowing AF to better manage the component resources (systems, facilities) that comprise the services on a continuous, real-time basis.  With a better understanding of enterprise system and service performance, together with improved means for system control, AF will be able to respond quickly to customer needs and optimize the performance of the NAS.  
This function will also increase productivity in several ways.  First, using monitor and control capabilities, some kinds of work can be accomplished from centralized locations, thereby saving the costs associated with trips to remote locations.  Also, AF will have immediate or even advance knowledge of service problems, along with a complete and accurate understanding of the impact of one system or service on other systems and services throughout the NAS.  This in turn will enable system and service restoration or failure prevention activities to be more efficiently planned and executed.

With the advent of continuous, real-time service monitoring, AF will be better able to identify risks and apply risk management strategies to optimize service delivery. These advanced capabilities will enable AF to make the most effective and efficient use of its resources, and continue to provide customers a high degree of service quality while reducing overall operating costs of the NAS infrastructure.

2.3

Resource Management Function
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Resource Management refers to the effective application of field resources: the planning, scheduling, dispatching and monitoring of highly qualified AF technical staff, service providers and resources for operation and maintenance (O&M) activities.  NIMS will provide the capability to plan and execute O&M activities in a NAS-holistic approach.  Service restoration and prevention activities will no longer be performed in a vacuum, on discrete, isolated portions of the NAS, but rather in a more global context of actual NAS dynamics.

Resource management will be accomplished in the NIM environment with a comprehensive understanding of the overall, strategic effect of O&M actions on systems and services - a more global understanding as a result of the NIMS real-time view of NAS infrastructure resources.  This function will include the capability to track the progress of restoration and prevention activities, and to coordinate service delivery accordingly.  It will provide AF the capability to identify the location of its highly qualified personnel resources at all times, enabling real-time assignment monitoring and planning of O&M activities based on actual O&M performance.  The operational capabilities AF will obtain through this function in the NIM environment will enable it to more precisely identify, prioritize and deploy specific types of personnel skills, service providers and logistics resources against actual and anticipated system and service delivery priorities.  This in turn will improve the efficiency and speed of system restoration, and will increase productivity by placing the right resources at the right place and time.

2.4

Help Desk Function
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The Help Desk function is a 24-hour, operations-focused customer service geared to providing one-stop, effective response to AF specialists, service providers and other NAS customer needs through a single AF point of contact.  The Help Desk function will provide coordination with AF field specialists for system and service restoration, logistics support, and O&M activities.  It will provide a liaison with AF field specialists, enabling follow up inquiries and concerns to be pursued.  It will be implemented in the NIM environment to receive and respond to problem reports, and to process customer calls for information and technical support.  The Help Desk may either respond directly to customer and user concerns, or forward inquiries to appropriate service support elements.

The Help Desk function will improve service delivery by providing AF a focused and systematic interaction with service providers, customers and users.  Clear lines of communication are especially crucial for reports related to unmonitored systems, and the Help Desk will serve as the central clearinghouse in matters relating to the operational status and performance of those systems.  Information received by the Help Desk will be posted to the NIMS and reported upward where it will be used as input to overall NAS service delivery strategy.  This information will also be reported throughout the system and made available to the AF workforce.  The Help Desk function will allow O&M operations to be streamlined, enabling AF to better achieve increases in productivity by more effectively focusing resources on service activities prioritized using the NIMS. 

2.5

Operational Performance Analysis Function
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Operational Performance Analysis in the NIM environment is the compilation, correlation, and assessment of NAS infrastructure system and service performance to identify, understand, and find ways to minimize risks to service delivery, as well as to verify the quality and timeliness of service delivery.

This function will use the NIMS to obtain information about system and service performance characteristics, relationships, personnel actions, and processes/procedures.  This information will then be used to investigate the circumstances surrounding system and service outages, equipment caused air traffic control system delays, identify the hazards and sequence of events that could compromise NAS operations, and understand the factors contributing to service delivery shortfalls.  

The Operational Performance Analysis function will study trends in system performance to identify tendencies for failures, providing added depth to the understanding and prediction of system and service outages.  Trend analysis results will then be used in identifying tactical risk to service delivery and system performance, contributing critical information in avoiding or mitigating service degradation.  Besides their vital contribution to the tactical management of NAS infrastructure services, trend analyses will also be used in the overall strategic planning of infrastructure service delivery: they will provide valuable lessons learned and the opportunity to apply them in future service and system performance engineering and procedures development, and in contingency planning.  This function will also routinely generate system and service performance summaries to Executive AF management at the field and national levels.

The Operational Performance Analysis function will enable AF to implement effective risk management strategies against NAS infrastructure resources, thereby reducing the incidence of service outages, and mitigating the impact of outages on NAS operations such as equipment caused delays.

This function will improve productivity by better identifying processes, procedures or personnel actions that adversely affect service delivery, or are inefficient.  It will be used to propose and examine alternatives, and assesses the effects of proposed changes on service delivery.  This will permit AF to eliminate unproductive or detrimental O&M practices and actions, and to implement more effective service delivery routines.

2.6

Customer Service Function
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The Customer Service function in the NIM environment refers to AF’s efforts (either directly or in partnership with other organizations) to identify and respond to customer needs, and to track and measure service delivery performance against established service standards and agreements.

This function will implement customer service initiatives, established by AF, by determining and reviewing customer needs, defining NAS service level standards and agreements, developing and executing implementation plans to establish and maintain those standards and agreements, developing and executing measurement processes, and obtaining and analyzing customer feedback.

This function will also provide the forum for continual evaluation of the effectiveness; cost and responsiveness of established customer service delivery policies, processes, procedures, and agreements.  This will involve active stakeholder review and participation in the development and delivery of NAS services.
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3.
NIM components - Management & System Service Hierarchy

3.1

Overview
The AF operations management and service hierarchy in the NIM environment will include different types of NIM system service components.  These components will have differing levels of functionality, scopes of responsibility, and breadths of service capabilities.  Within its assigned service area, or domain, each will be responsible for overseeing, managing, coordinating and controlling NAS infrastructure operations and services in a collaborative activity designed to provide effective, reliable and seamless service to NAS users.  Figure 1 depicts an overall view of the major NIM components in the management and system service hierarchy.  This section focuses on describing the NIM components and what they do whereas management interactions between these components and other AF organization elements are discussed in greater detail in Section 4, NIM Responsibility Allocations.

3.2

NIM System Service Components
1. National Operations Control Center (NOCC) - National level services in scope. Covers all services, but only monitors and coordinates.

2. Operations Control Center (OCC) - Functions in a domain approximately one-third of the country in scope (including Alaska and offshore service areas).  Provides coverage for all services, and has significant monitoring and control functions, with the exception of telecommunications.

3. National Network Control Center (NNCC) - Provides functions to approximately one-half of the country in scope, with additional international responsibilities.  Focused on telecommunications; has significant monitoring and control functions.

4. Service Operations Center (SOC) - Scope limited to support of selected high NAS impact Air Traffic facilities.  Covers all services, and has complete monitoring and control functions.

5. Work Centers (WCs) - Scope limited to a specific geographic area.  Some work centers service large geographic areas while others service only single high NAS impact facilities.  Cover all services, and have local control functions.  Coordinate with assigned OCC or SOC.


Figure 1.  AF Management & NIM System Service Components
3.2.1
NOCC

The NOCC is collocated with the Air Traffic Control System Control Center (ATCSCC) in Herndon, VA.  The NOCC is involved in collaborative risk management and delay mitigation activities with the ATCSCC and NAS user/customers.

The NOCC manages and oversees the tactical delivery of NAS infrastructure services from a national, corporate perspective.  It provides 24 hour a day, 7 day a week monitoring of the NAS infrastructure.  The NOCC manages AF activities in response to major events, monitoring and assessing restoration activities for services that have widespread or highly visible impact on NAS operations.  The NOCC reports significant infrastructure events to FAA Executive Management including Regional and Field Management.  The NOCC identifies and coordinates courses of action to minimize the operational impact of faults or failures that have widespread impact on NAS infrastructure services, and coordinates the allocation of O&M resources from a national perspective.  Help Desk functions and active liaisons with national spectrum, operational support and flight inspection activities help provide a national management function.  The NOCC uses its own and other control center (OCC, NNCC or SOC) service management information to centrally help organize and plan daily work and future strategies related to NAS infrastructure services delivery and management.

3.2.2
OCC

Three OCCs - the Atlantic OCC (Atlanta, GA), Mid-States OCC (Olathe, KS), and Pacific OCC (San Diego, CA) - provide 24 hour-a-day operations control with a focus on ensuring NAS infrastructure service delivery, providing, in essence, day-to-day, tactical management of infrastructure services.  Each OCC domain will encompass approximately one-third of the contiguous United States.  In addition, the Pacific OCC will provide service for Alaska and Hawaii, and the Atlantic OCC will have similar responsibility for Puerto Rico.  Within these geographical service areas or domains, OCCs will be responsible for all NAS infrastructure service and system disciplines (e.g., surveillance, communications, navigation, telecommunications), both federal and non-federal.

The OCC will coordinate and prioritize infrastructure management actions within its domain.  It will monitor the NAS infrastructure performance and serve as point of contact for trouble reports.  It will generate and use shared infrastructure information to make operations management decisions.  It will determine, coordinate, manage and report O&M actions as required to maintain service delivery.  Using collaborative processes with other field organizations the OCC will also remotely manage NAS infrastructure services/systems within its domain.

The OCC will staff a Help Desk to provide liaison and an initial, single point of contact for customer service and assistance.  The Help Desk, using shared infrastructure information, will assess the impacts of problems as they occur, and will prioritize the responses accordingly.  It will then coordinate with other operational entities and help manage all NAS operations, maintenance, and restoration activities within the assigned OCC domain.  These activities will be performed with a focus on minimizing risk, ensuring high levels of service performance and preserving integrity of services to the customer.  The Help Desk will coordinate these activities using voice and data communications with adjacent OCCs, the NOCC, the NNCC, SOCs, WCs, NAS specialists, System Management Offices (SMO), System Support Offices (SSC), regional management offices, national support offices, customers, and service providers.

Other OCC specialists will work in service/system discipline areas (e.g., surveillance, communications, navigation, telecommunications).  These specialists will monitor the status of assigned services and the systems that support them.  They will diagnose problems, and either perform corrective actions or coordinate and manage the restoration of interrupted services/systems.  In addition, they will operationally reconfigure services/systems to minimize interruptions and enhance service predictability.  OCC service/system specialists will be trained and be able to certify assigned services and systems through use of the remote capabilities provided by the NIMS.

3.2.3
NNCC

Two NNCCs located in Atlanta, GA. and Salt Lake City, UT. currently provide national and international message and packet switching data telecommunications management.  Each NNCC domain covers approximately one-half of the country.  Each NNCC can take over for the other NNCC in case of major interruptions.  The NNCC oversees these data telecommunications used in NAS operations, and coordinates with the NOCC, OCCs, SOCs, users, and national/international customers and service providers to ensure telecommunications integrity.  

The NNCCs monitor and dynamically manage data telecommunications capacity and redundancies to ensure and maintain service availability.  Telecommunications service restoration activities will be coordinated and managed through the NOCC, OCC and/or SOC as appropriate.

3.2.4
SOC

Service Operations Centers (SOCs) will be located at and support high NAS impact facilities such as Air Route Traffic Control Centers (ARTCCs), large stand alone Terminal Radar Approach Control (TRACON) facilities and designated Air Traffic Control Towers (ATCT) and/or Terminal Radar Approach Control (TRACON) facilities having critical air traffic operations.  The SOCs will be the primary point of contact for infrastructure management services and the highest AF presence in these critical Air Traffic facilities. Operationally and organizationally the SOC will report to and be managed by a SMO, which is an organizational entity that has one or more SOCs under its’ jurisdiction.  They will perform functions similar to an OCC, but will focus on the specific NAS infrastructure services and systems supporting the assigned high NAS impact ARTCC, TRACON or ATCT/TRACON domain.  SOC operational and organizational relationships are covered in greater detail in Section 4, NIM Responsibility Allocations.

The SOC will ensure the quality of NAS infrastructure services delivered to its associated high NAS impact facility (its domain).  The SOC will generate and use shared infrastructure information to make operations management decisions.  The SOC will assess possible threats to service, and perform pre-emptive actions to avoid or minimize the risk of interruptions within the SOC domain.  The SOC will direct all operations, maintenance, restoration, certification, and reporting activities on a 24-hour-a-day basis through the use of NIMS automation functions. 

SOC specialists will monitor the status of services and systems within the SOC area or domain. They will diagnose and perform or direct the restoration of interrupted services/systems.  In addition, SOC specialists will operationally reconfigure services/systems to minimize interruptions and enhance service predictability.  SOCs will collaborate and coordinate with the NNCC, assigned OCC, and WCs (as designated), SMO and Regional Management, AT, and other customers on all service activities.


3.2.5
WC

Work centers are locations where AF specialists report for assigned work.  Operationally and organizationally the work center will report to and be managed by a System Support Center (SSC), which is an organizational entity that has one or more work centers under its’ jurisdiction.  Normally, the SSC will be collocated with one of the work centers; but otherwise may be located apart from the work center.  Work Center operational and organizational relationships are covered in greater detail in Section 4, NIM Responsibility Allocations.

Work Centers are located within an SOC or OCC domain to provide direct efficient and effective maintenance and restoration activities.  Some work centers are located where there is a large concentration of NAS equipment related to high NAS impact facilities such as ARTCCs or TRACONs.  Other work centers are located where dispatched specialists can best service geographically dispersed NAS equipment.  Work centers assure response to tasks, and are responsible for the maintenance and restoration of NAS systems, subsystems and equipment in their domain.  Each WC will be operationally directed by, coordinates task performance with, and collaborates with an assigned SOC or OCC while keeping local management informed.

Work center functions will include NAS equipment maintenance, fault correction, certification, modification, improvements and installation.  Maintenance and restoration activities will be performed locally on equipment at the work center, or on remote equipment using either remote control provided by NIMS, or by physical dispatch of assigned specialists.  Mobile and remote facility communications will be used to coordinate maintenance, restoration and certification activities with the assigned SOC, or OCC.
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4.
NIM Responsibility Allocations

Responsibility for the execution of AF operations work in the NIM environment is allocated throughout the five types of NIM system service components and other field organizations to provide completely integrated and seamless control of NAS infrastructure service delivery.  The NOCC, OCCs, NNCC, SOCs, and WCs and their associated management offices will each accomplish specific aspects of the five critical NIM functions, as well as operations support functions, in an approach designed to streamline operations and operations decisions, optimize productivity and minimize cost and complexity.

The NIM functions performed at each system service component will be those required to support that component’s particular operational context, and according to its own unique mission perspective.  Each NIM component will also provide its own AF operations support in the form of operations management and administration, and information management tasks.  These internal support tasks are necessary to manage and carry out the daily mission of each of the NIM components.  Each NIM component will also report to either a headquarters or field management office for operations coordination, status, collaborative decisions, and other operations and organizational support.

Each NIM component will use the NIM functions in different ways, depending on the role it plays in the NIM environment.  These functions will be applied in an environment characterized by service partnerships, intensive collaboration and coordination among users, management offices, customers, providers, stakeholders and the NIM components.  This approach achieves the necessary autonomy within each NIM component’s domain to execute its mission, at the same time providing, in combination across the country, a consolidated and comprehensive AF approach to managing the NAS infrastructure.

The AF operations work in the NIM environment will play a key role in the larger AF mission of providing NAS service management.  Successful AF operations work will depend, in large part, on involvement of AF management and support staff in Headquarters, Regional Offices, SMOs, SSCs and other support organizations.  This joint effort entails collaboration on, supporting and being successful at accomplishing critical NAS service management activities such as quality assurance of maintenance activities, maintenance programs, requirement identification, resource management, and impact assessments.

Another critical function, which will be provided by AF, is NAS service management, which is comprised of a set of activities, which complement NAS infrastructure management activities.  This set of activities is divided into major areas that will form the business practices of NAS service management: service provision; quality assurance; risk management; configuration control and asset management.

This section describes the interrelationships between the NIM system service components and related management organizations with focus on their NAS service management functions.

4.1

Work Distribution and Management Interactions

4.1.1
NOCC 

The NOCC is collocated with the Air Traffic Control System Control Center (ATCSCC) in Herndon, VA.    The NOCC is involved in collaborative risk management and delay mitigation activities with the ATCSCC and NAS user/customers.

AF operations work at the NOCC will be geared toward contributing near-term, or tactical, national-level management of NAS infrastructure service delivery.  This is achieved in several ways.  The NOCC provides near-term direct support to users and customers by developing and presenting a current, national view of service delivery and systems status, obtained through service management, operational configuration change coordination, ATS coordination, and coordination with the aviation community.  This tactical direct support will be achieved by the NOCC through the NIM functions, and supplemented with strategic analysis, daily workload planning and management activities which include resource and materiel  management, and service and system performance analysis.  These national objectives are based on continuous interaction between the NOCC and its users, customers, providers and stakeholders.

To manage the ongoing delivery of NAS infrastructure services from a national standpoint, the NOCC will be the central information collection and distribution point for all infrastructure information, will track status on significant infrastructure service disruptions and outages, and will monitor service delivery and systems operations nationwide.  The NOCC will provide FAA Executive Management in headquarters, regional and field locations real-time status, communications, impacts and reports relating to significant national infrastructure events, including scheduled events.  The NOCC will monitor the status of ongoing logistics actions that could affect current national NAS operations, determine whether these actions require expediting, and coordinate their execution as necessary to minimize disruption to service delivery. 

The NOCC will coordinate, guide and monitor the implementation of configuration changes to the NAS that have significant impact on NAS operations.  It will analyze, plan and monitor resource and materiel availability on critical national events to help ensure an integrated, national AF workforce readiness capability.  It will monitor and guide the evaluation of service delivery effectiveness from a strategic, NAS-wide perspective. 

As required, the NOCC will coordinate flight inspection and coordinate operational impact with OCCs.  The NOCC will use the tactical information obtained from ongoing service delivery monitoring in combination with longer-range analysis and planning to provide other vital services.

It will set national impact priorities for the use of operations resources, and prepare national contingency plans to activate in case of national, large-scale emergencies, disasters and faults.  The NOCC will coordinate with national ATC activities, the OCC, and NNCC to manage O&M resources to minimize the operational impact of failures or interruptions to NAS infrastructure services.  It will maintain awareness of and track planned configuration changes to the NAS, and facilitate and ensure coordination between the OCC, NNCC and air traffic facilities in planning and/or monitoring of events or infrastructure configuration changes spanning multiple OCC domains of responsibility. 

The NOCC will communicate and coordinate with the national ATCSCC and airline operation centers (AOC) on infrastructure events that affect national-level air traffic control or traffic flow.  It will serve as the single point of contact for the national AF Aircraft Accident Representative.  It will work in partnership with national, regional, and local AF and AT management, national and regional traffic flow management, AOC, OCC, SOC, and NNCC to plan and implement Air Traffic Service (ATS) and AF foldback contingency plans, and it will periodically conduct, participate in and evaluate contingency exercises.

The NOCC will coordinate with headquarters operational support managers and spectrum engineering management on infrastructure service restoration activities that require second-level engineering or national spectrum management support.  It will coordinate spectrum interference events, including GPS radio frequency interference (rfi) events, that affect national NAS operations, provide status reports for upper management use, and coordinate activities to resolve infrastructure service faults or failures resulting from spectrum interference incidents.

The NOCC will also interact with the OCC, regional and field management and headquarters regarding strategic information products, such as the results of operational performance analyses, and data on workforce availability, readiness and effectiveness.  It will coordinate with the FAA Logistics Center and regional offices regarding long-range infrastructure logistics actions and materiel management.

4.1.2
OCC

Three OCCs - Atlantic OCC (Atlanta, GA), Mid-States OCC (Olathe, KS), and Pacific OCC (San Diego, CA) - provide 24 hour-a-day operations control with a focus on ensuring NAS infrastructure service delivery, providing, in essence, day-to-day, effective tactical management of infrastructure services.  Each OCC domain will encompass approximately one-third of the contiguous United States.  

The OCC will report organizationally and operationally to one of the AF Field Divisions (designated Host Division) in the 3-region OCC domain.  The day-to-day management and operation of the OCC will be accomplished through collaboration and establishment of shared processes and procedures.  The OCC Manager, the 3 AF Field Division Managers in the 3-region OCC domain, and NAS Operations management in Headquarters will collaborate on management and operation of the OCC.

The OCC is the principal operational element to plan, direct, collaborate on, coordinate, monitor, and accomplish (as appropriate) the activities associated with the real-time (on-watch) management of all services and systems at the service integrity level in an OCC domain.  It has overall responsibility for NAS service management in its’ domain.

The AF operations work at the OCC is characterized by a proactive concentrated approach to NAS infrastructure management for each third of the country.  The OCC’s tactical objectives are supplemented by more strategic functions, such as resource and materiel management, and operational performance analysis, the results of which contribute to the NOCC’s strategic NAS-wide objectives.  The OCC will achieve its focus in the NIM environment through its particular implementation of the NIM functions.

The OCC will fulfill its responsibility for tactical service and system O&M management by prioritizing, managing, coordinating and overseeing all O&M activities in its domain.  To do this, the OCC will generate and use shared infrastructure information, monitor and control NAS infrastructure service delivery and systems performance (including telecommunications), perform remote maintenance, monitoring, control and certification, and collaboratively manage the overall maintenance response to service delivery faults, failures or degradation.  It will coordinate dispatch of specialists to respond to unscheduled infrastructure events.

It will provide real-time operational status, assessments, tracking and reports on infrastructure service delivery to and collaborate with the NOCC, NNCC, SOC, WC, AF headquarters, regional AF management, System Management Office (SMO) management and key OCC customers/providers for infrastructure events in its domain having high visibility or impact.  It will receive information from these users, providers and customers to help guide its operational decisions about infrastructure O&M actions.

The OCC will also staff a Help Desk 24 hours a day, 7 days a week to provide a single, initial point of contact for problem reporting.  The Help Desk, using standard operating procedures restoration standards, service standards and shared infrastructure information, will receive, record and prioritize service trouble reports, recommend restoration or prevention actions and route callers and users to OCC technical support or second-level engineering as required to resolve service problems.  It will be a one-stop customer service center that will provide service-report liaison with AF specialists, ATC supervisors, traffic flow managers, airline and airport operations, defense, and international ATC infrastructure management.

The OCC will use the information obtained through its NIM functions to communicate and coordinate with the ATCSCC and Airline Operations Centers (AOCs) on infrastructure events that have an impact on air traffic control or traffic flow in its domain.  The OCC will collaborate and coordinate with regional AF and AT management, SMOs, regional traffic flow management, AOC, SOC, WC, and NNCC to plan and implement local ATS contingency plans.  The OCC will also periodically conduct, participate in and evaluate contingency exercises.  The OCCs will coordinate with the NOCC, NNCC, SOC, WC, SMOs, regional and headquarters AF management to develop, implement and evaluate OCC fallback contingency plans aimed at minimizing operational risk or impact.

The OCC, through service level agreements, will ensure that collaboration and coordination between it and the NNCC, SOC, WC, RO and SMO management, service providers and air traffic facilities is accomplished to plan, assess, implement and monitor events, maintenance actions or infrastructure configuration changes spanning multiple OCC or SOC domains of responsibility.  It will coordinate with the NOCC, NNCC, SOC, WC, SMOs, and SSCs to ensure that qualified O&M resources are readily available and deployable to respond successfully to the operational impact of planned, anticipated or unscheduled infrastructure services failures in its domain.  

The OCC will collaborate, coordinate and prioritize scheduled O&M activities within its domain with the NNCC, OCC, SOC, WC, SMOs, SSCs, AOC, and AT management to ensure that infrastructure services are not adversely affected, and that risk to service delivery is minimized.  It will also coordinate with the SOC, WC, NNCC, SMOs, ROs and FAA Logistics Center on the status of tactical infrastructure logistics actions, assessing the availability and location of spares, and determining if and when these actions require expediting.

The OCC will communicate with the SOC, WC, NNCC, SMOs, and regional spectrum management on interference events in its domain, provide status reports to the NOCC, and coordinate activities to resolve faults related to spectrum interference events.  It will coordinate with headquarters operational support and spectrum engineering management on infrastructure service restoration activities that require technical support, second-level engineering or national spectrum management support.  It will provide input to SMOs, ROs and headquarters operational support management about changes in periodic or preventive maintenance requirements. 

The OCC will forward information to the SOC, WC, NNCC, NOCC, SMO, ROs and headquarters management regarding operational performance analyses, which evaluate and examine ways to improve service delivery effectiveness.  It will communicate work force planning, status and assessments to the NOCC, SOC, WC, SMOs, ROs, and regional and headquarters management.

4.1.3
NNCC

There are two NNCCs, one located in Atlanta, GA., the other in Salt Lake City, UT.  Each NNCC domain covers approximately one-half of the country.  Each NNCC supports a large number of international data telecommunications interfaces.  Each NNCC can take over for the other NNCC in case of major interruptions.

The NNCC is responsible for managing national and international message and packet switching data telecommunications assets used in NAS infrastructure operations in the NNCC domain.  It will monitor, assess, track,  report and communicate the real-time operational status of data telecommunications to the NOCC, OCCs, SOCs, ROs, headquarters AF management, service providers and other customers.  The NNCC plans, schedules, implements, and monitors telecommunications operations events and/or dynamic changes in network configurations that span the NNCC domain of responsibility.  The NNCC also performs monitor and control of specific data telecommunications assets, rerouting asset functionality as warranted by NAS infrastructure events, and as coordinated with users and customers.

The NNCC, using shared data telecommunication infrastructure information, will coordinate and prioritize scheduled telecommunication O&M activities within its domain with the NOCC, OCCs, air traffic management and leased service providers to ensure that NAS infrastructure services are not adversely affected, and operational risk to data telecommunications is minimized.

It will ensure that planning and prioritization of national and/or international data telecommunications restoration activities are accomplished in collaboration and coordination with the NOCC, OCC, SOC, RO, headquarters AF management, air traffic management, and leased service providers.  The NNCC will ensure that qualified FAA or service provider O&M resources are available and being utilized to minimize the operational impacts of any data telecommunications failures.  The NNCC will coordinate with the ROs, headquarters AF management and operational support on second-level restoration, engineering support and national operational improvements of FAA-owned data telecommunications.  It will communicate and coordinate recommended operational improvements to leased data telecommunication services with the ROs, headquarters AF management, the NOCC and OCCs.

The NNCC is responsible for performing and communicating tactical data telecommunications performance analyses, and for forwarding assessments, evaluations and recommendations for improvements to the NOCC and headquarters AF management.  The NNCC communicates with the NOCC, OCCs, ROs, FAA Logistics Center and leased service providers on the status of tactical logistics activities supporting FAA-owned or leased telecommunications.

The NNCCs will coordinate with the NOCC, OCCs, ROs, and headquarters AF management to develop, implement and evaluate fallback contingency plans aimed at minimizing operational risk or impact to data telecommunications within their domain.

4.1.4
SOC

The SOC is a workplace where SOC specialists report for assigned work.  The SOC reports organizationally to and will be managed by the AF Facility Manager of the high NAS impact facility (ARTCC, TRACON or ATCT/TRACON).  The AF Facility Manager will report to the SMO Manager.  In addition, the SOC will operationally report to the OCC.

The SOC will perform virtually the same type of operational work as the OCC, and will have the same tactical mission to manage and direct O&M actions, but its focus will be on the NAS infrastructure services specifically associated with a high NAS impact facility.  It is the principal SMO operational element of the AF division to plan, direct, collaborate on, coordinate, monitor, track, and accomplish (as appropriate) the activities associated with the real-time (on-watch) management of selected high NAS impact systems/facilities at the service integrity level.  It provides the highest AF presence in the real-time operational NIM environment and has overall responsibility for NAS service management in its assigned domain (“inside the fence”).

The SOC will be responsible for providing tactical infrastructure management services for high NAS impact locations providing critical air traffic operations.  It will accomplish this by generating and using shared infrastructure information, monitoring real-time service delivery and systems performance, supplemented by user reports, to verify system and service integrity, and forecast the need for intervention to maintain service delivery.  The SOC will collaborate and coordinate with the WC, OCC, SMO and air traffic management to perform control actions or activate back-up systems as needed to restore, reconfigure or otherwise optimize and prevent interruption to system or service operation. 

It will prioritize, collaborate and coordinate scheduled O&M activities within its domain with the OCC, other SOCs, WC, SMO, RO and air traffic management to ensure resource availability, and to maintain NAS infrastructure service integrity.

It will report current facility status and O&M actions to the OCC, other SOCs, NNCCs, SMO and RO management, and manage the maintenance response for the services and systems in its domain.  It will perform certifications as assigned and serve as the local expert on difficult technical issues in specific service areas.  It will collaborate and coordinate with the OCC, other SOCs, WC, SMO, SOC customers and service providers in implementing, managing and monitoring infrastructure events or configuration changes spanning multiple SOC domains, such as between an ARTCC and adjacent TRACON.

The SOC will also provide strategic support to the other components in the NIM environment by collaborating and coordinating with the OCC, other SOCs, WC and SMOs to ensure that qualified O&M resources are readily available and deployable to respond successfully to the operational impact of infrastructure services failures in its domain

The SOC will collaborate and coordinate with AF flight inspection offices, OCC, WC, and SMO concerning flight inspections of NAS systems with its domain.  Infrastructure service restoration activities requiring second-level engineering support are coordinated with the OCC, WC, SMO and RO.  The SOC will coordinate with the WC, OCC, SMO and RO on recommended operational improvements and preventive maintenance changes.  It collaborates and coordinates with the OCC, WC, SMO and RO on spectrum interference events in its domain, restoration activities and provides real-time interference status reports.

4.1.5
WC

Work centers are locations where AF specialists report for assigned work.  Work centers report organizationally to a System Support Centers (SSC), which is an organizational entity that has one or more work centers under its’ jurisdiction.  Normally, the SSC will be physically collocated with one of the work centers, but may be located apart from the work center.  The SSC reports organizationally to the SMO.  In addition the SSC will coordinate operationally with either one OCC or one SOC.

It is the NIM operational component that directs, manages, administers, and conducts O&M activities on NAS infrastructure systems, implementing changes to equipment and facilities in the field as assigned by and coordinated with the SOC or OCC.

The work center specialists will perform equipment diagnostics, adjustments, modifications, corrective and preventive maintenance, certifications, and other tactical operations and maintenance activities on site, such as configuration change installations.  They will monitor system and equipment statuses on site as required, and provide information on maintenance action status to SSC management and the SOC or OCC as appropriate.  

Using shared infrastructure information, the work center specialists will collaborate and coordinate with the SOC or OCC for planned and restoration activities on NAS infrastructure systems and equipment.  They will communicate with the SOC or OCC to advise on the progress of planned and restoration field actions, and on any need for SMO or OCC technical support or second-level systems engineering support. 

The work center specialists will perform field-level analyses of system and equipment performance, and assist in evaluating the quality and effectiveness of services.  They will identify user service needs and follows up on response to user problems, expediting responses to these problems as warranted.  The work center specialists will communicate service quality evaluation to the SOC and OCC for strategic service delivery analysis and planning

The specialists will identify requirements for critical support equipment and spare parts required for restoration activities and forward these requirements to the SOC or OCC for further coordination with the FAA Logistics Center.

4.1.6
Management Responsibilities

AF Headquarters will provide development and management of policies and programs that directly support field and national service management responsibilities.  They will act as an advocate to proactively fulfill and satisfy day to day, long term needs, and requirements related to service provisioning of infrastructure management capabilities.  They will foster integration and implementation of field and headquarters activities that result in both improvement in and new development of infrastructure management capabilities.

They will collaborate with the field offices to develop performance metrics, measurement, and adjustment methods used to help ensure that infrastructure and service management activities are being conducted equitably within each OCC domain and across all OCC domains.  The focus of the performance analysis will be on overall NAS infrastructure performance and impacts.

Headquarters will provide support in NAS service management provision areas of staffing, training, budget, planning, technical, engineering, logistics, and spectrum.

The Regional Office (RO) will provide operations, technical, administrative, and management support to the SMO.  It will ensure programs directly support OCC domain responsibilities and SMO, SOC, SSC and WC responsibilities in providing NAS service management.  The RO will function as advocate, sponsor and focal point for fostering integration and implementation of activities that provide infrastructure and service management capabilities.

The RO will develop, foster and maintain relationships and day to day interfaces between the OCC, SMOs and SOCs.  The RO will collaborate with other ROs in the OCC domain, and NAS Operations in Headquarters on development of common processes, procedures, and metrics for OCC operations that determine shared accountability.  It will also collaborate with other ROs on developing periodic measurement processes, ensuring efficient and effective infrastructure management.

The RO will oversee and manage all programs that support the day to day infrastructure management activities such as engineering and technical support, spectrum management, flight inspection, long-term shutdown, non-federal, maintenance and certification, training, staffing, remote maintenance and monitoring, performance analysis and other infrastructure automation activities.

The System Management Office (SMO) will provide management and administrative support to the SOC, SSC and WC.  It will ensure that critical NAS service management support processes are provided, such as managing the maintenance and specialist certification program; quality assurance of customer services; performance management; collaborating in setting and meeting performance standards; resource management; and ensuring trained, qualified AF specialists are available.

In keeping with its NAS service management responsibilities, the SMO will be involved in risk management assessment and decision-making; configuration management and tracking of NAS assets; and compliance with procedures, processes, and practices that establish, install, maintain and restore NAS services.

System Support Center (SSC) management will provide supervision, administrative support and critical NAS infrastructure and service management support such as monitoring preventive and predictive maintenance; identifying resource requirements and service improvements within all the work centers under its’ purview.

The SSC will provide supervision and NAS service management support within all of its’ work center operational domains.  These NAS service management activities include management and coordination of the maintenance and certification program; quality assurance of NAS services; and system and service performance management.  In addition it will be involved in setting and meeting performance standards; customer satisfaction based on operational, user and customer criteria; resource management; ensuring specialists are trained, qualified and certified; and coordinates and manages installation activities.  

In carrying out their NAS service management responsibilities, the SSC supervisor and WC specialists together will be involved in risk management assessment and decision-making; and compliance with procedures, processes, and practices that establish, maintain and restore NAS services.

They will provide configuration management and tracking of NAS assets; preventive and predictive maintenance; identify resource requirements and service improvements in the WC domains; and support aircraft accident response activities.  They will oversee non-federal inspection; maintenance and verification activities; maintain support assets such as test equipment; provide initial radio frequency interference coordination and response; and manage modification, commissioning, and decommissioning of NAS systems and equipment.

5.
NIM Information Management

The NIM system service components and management support offices will use the NIMS interfaces and databases, as well as information derived from remote monitoring, information exchanges between providers and external databases, and from media such as cellular, digital, voice, fax or email communications to perform their NAS infrastructure management functions.  NIM information will be collected from or provided to its components through NIMS automation systems, direct information exchanges through interfaces with external information systems, periodic file transfers or file imports, manual data entry and various communications media.  Figure 2 depicts how NIM information will be used to meet performance objectives.

Figure 2. Utilizing NIM Information

AF headquarters will manage NIM information to support national and regional operational needs, and to provide infrastructure information security.  The information requirements of NIM users and customers will be continuously collected, assessed and developed to tailor and adapt the NIMS information infrastructure; information interfaces and access methods for users’ tactical and strategic information needs.

The NIMS will provide the capability for each NIM component and management office to accomplish its tactical objectives, and will provide a resident knowledge base of information that can be used in a variety of tactical and strategic applications. 

5.1

Real-time Reporting

The NIMS data, data from interfaces with other systems, and other information media will be used by each NIM component to provide users and customers real-time reports of infrastructure status; of coordination activities relating to service management and predictive practices; of progress in maintenance responses to faults, failures, degradation; and of planned interruptions in infrastructure performance.  The NIMS will also be used to coordinate response to emergencies and disasters that affect NAS infrastructure performance.  Work center specialists will use NIMS and mobile voice and data communications to report on the status of O&M activities, and to receive tasks and assignments.  

5.2

Historical Tracking
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The tactical information being exchanged between NIM components in the course of infrastructure management operations can be stored by the NIMS then retrieved and manipulated in various analyses.  Infrastructure event information stored by the NIMS will yield its strategic value in the way it can be used to influence AF operations management, planning and processes.  It will be used to analyze service and system faults, interruptions and outages to determine performance trends, identify risk to service integrity and help determine preemptive actions.  This information can be used to make changes in process, procedure or engineering design to improve service delivery.   The NOCC and AF headquarters will be responsible for managing the storage and archiving of operations data on NIMS databases.  

5.3

Cost and Performance Tracking
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Essential to the goal of reducing costs while delivering improved services is the ability to understand the actual cost of operating and managing the NAS infrastructure.  The data collected and stored on the NIMS will be used to determine those costs, ensure cost-reducing objectives are met and determine improvements in infrastructure management performance.

Management information associated with workforce and resource expenditures will be collected in varying degrees of detail, at regular intervals, and maintained by each component on the NIMS.  This information will be stored on the NIMS and used by other systems such as Regional Information System (REGIS) and Cost Accounting System (CAS) to correlate cost and operations, and to analyze the impact of cost-reducing strategies.
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Establishing NAS infrastructure management will require both new technologies – a system called the NAS Infrastructure Management System (NIMS) - and the refinement of operations practices to exploit the new capabilities which will result from NIMS.
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