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• Mission statement defined in the Charter:

Purpose of the ISSWG
• Create a collaborative environment to discuss security-related Risk, Issues and Opportunities (RIO).

• Collectively update the members on changes in Cybersecurity Federal Requirements and FAA

requirements.

• Communicate and foster best practices among the AJM programs by sharing lessons learned.

• Develop guidelines for reviewing program requirement specifications to ensure consistency and

completeness in contracts regarding Information System security matters.

• Provide a joint consistent liaison to the Authorizing Official’s Designated Representative (AODR) for

enhanced communication.

• Provide continuous input and feedback to the ISSE framework development process.

• Provide System Owners with consistent up to date security information for their respective

programs.

• Provide a focal point for the AODR to prioritize funding

Formed in Dec. 2019 by the PMO Leadership and Directors, 

acknowledged by the Signing of the Charter
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•Information System Security Engineering Working Group

•Presentation on the KSN – Working Group Starter Kit
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•Review the key deliverables and share their value.

•Charter

•Communication Plan

•Roles and Responsibilities

•Training Orientation (lists of many free courses in Cyber

Security)

•Review of general “How to’s”
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