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1 PURPOSE OF THIS ADVISORY CIRCULAR. This advisory circular (AC) provides 
guidance for developing a software management program and showing compliance with 
applicable regulations related to continued airworthiness when managing aircraft 
software during maintenance activities. This AC describes an acceptable means, but not 
the only means, to comply with Title 14 of the Code of Federal Regulations (14 CFR). 
However, if you use the means described in this AC to show compliance, you must 
follow it in all important respects. 

1.1 Limitations. This AC does not: 

1.1.1 Provide relief where more stringent procedures or safeguards are specified by 
manufacturer instructions for continued airworthiness (ICA) or other regulatory guidance. 

1.1.2 Specify software approval guidelines covered by Federal Aviation Administration (FAA) 
Order 8110.49, Software Approval Guidelines. 

1.1.3 Give instructions for management of flight operation databases and software sometimes 
referred to as persistent data, authorized by Operations Specifications (OpSpecs) A025, 
Electronic Signatures, Electronic Recordkeeping Systems, and Electronic Manual 
Systems; and A061, Electronic Flight Bag (EFB) Program. Guidance for these OpSpecs 
is found in AC 120-78, Electronic Signatures, Electronic Recordkeeping, and Electronic 
Manuals; and AC 120-76, Authorization for Use of Electronic Flight Bags. Software 
residing on aircraft not managed by OpSpecs A025 and A061 is subject to the guidance 
of this AC. 

1.1.4 Specify management procedures for software referred to as Aircraft Support Data (ASD). 
Although the definition of ASD found in ARINC Report 675, Guidance for the 
Management of Aircraft Support Data, is specific to 14 CFR part 25, it may be applicable 
to other certification regulations. By definition, ASD is digital data that does not require 
airworthiness or operational approval. 

2 AUDIENCE. This AC applies to aircraft operators and maintenance repair and overhaul 
(MRO) organizations. 

3 WHERE YOU CAN FIND THIS AC. You can find this AC on the FAA’s website at 
http://www.faa.gov/regulations_policies/advisory_circulars. 

 

https://www.faa.gov/regulations_policies/orders_notices/index.cfm/go/document.information/documentID/13692
https://www.faa.gov/regulations_policies/advisory_circulars/index.cfm/go/document.information/documentID/1029747
https://www.faa.gov/regulations_policies/advisory_circulars/index.cfm/go/document.information/documentID/1032166
http://www.aviation-ia.com/cf/store/catalog_detail.cfm?item_id=2809
https://www.ecfr.gov/cgi-bin/text-idx?SID=01024068e319d0936b7a57f62bc6fcb5&mc=true&node=pt14.1.25&rgn=div5
http://www.faa.gov/regulations_policies/advisory_circulars
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4 RELATED 14 CFR PARTS. This AC applies to the sections of 14 CFR parts 43, 91, 
121, 125, 129, 135, 137, and 145 specific to aircraft maintenance. 

5 RELATED READING MATERIAL (current editions): 

• AC 20-115, Airborne Software Development Assurance Using EUROCAE ED-12( ) 
and RTCA DO-178( ). 

• AC 119-1, Airworthiness and Operational Authorization of Aircraft Network Security 
Program (ANSP). 

• AC 120-76, Guidelines for the Certification, Airworthiness, and Operational Use of 
Electronic Flight Bags. 

• AC 120-78, Electronic Signatures, Electronic Recordkeeping, and Electronic 
Manuals. 

• FAA Order 8110.49, Software Approval Guidelines. 

• ARINC Report 667-2, Guidance for the Management of Field Loadable Software. 

• ARINC Report 675, Guidance for the Management of Aircraft Support Data. 

• RTCA DO-178, Software Considerations in Airborne Systems and Equipment 
Certification. 

• SAE ARP4754A, Guidelines for Development of Civil Aircraft and Systems. 

• SAE ARP4761, Guidelines and Methods for Conducting the Safety Assessment 
Process on Civil Airborne Systems and Equipment. 

6 AIRCRAFT SOFTWARE MANAGEMENT. Modern aircraft systems rely on 
software to perform functions previously handled manually or by analog systems. 
Software integrity, security, conformity, and aircraft configuration control should be the 
goals of any software management program. Management tools should encompass the 
entire life cycle of aircraft software to include long term storage or disposal of the aircraft 
or components. 

6.1 Software Sources. 

6.1.1 Original Type Certificate (TC) Holder. Software that is part of the original aircraft design 
approval developed by the TC holder is revised by a Service Bulletin (SB) or Service 
Letter (SL). 

6.1.2 Supplemental Type Certificate (STC) Holder. Software developed during an STC project 
is also revised by an SB or SL issued by the STC holder. 

6.1.3 User Modifiable Software (UMS). In very limited cases, software can be created and 
revised by an operator based on specific needs. This form of software is developed and 
managed internally by an engineering entity within the operator’s organization. In some 
cases, UMS may be developed by an outside source with the operator retaining the 
regulatory responsibility. This process will be detailed in the operator’s manual. 
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https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.1.43&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.2.91&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.3.121&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.3.125&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.3.129&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.3.135&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.3.137&rgn=div5
https://www.ecfr.gov/cgi-bin/text-idx?SID=973a1a70e837eb80d734291b7c3e1920&mc=true&node=pt14.3.145&rgn=div5
https://www.faa.gov/regulations_policies/advisory_circulars/index.cfm/go/document.information/documentID/1032046
https://www.faa.gov/regulations_policies/advisory_circulars/index.cfm/go/document.information/documentID/1028288
https://www.faa.gov/regulations_policies/advisory_circulars/index.cfm/go/document.information/documentID/1032166
https://www.faa.gov/regulations_policies/advisory_circulars/index.cfm/go/document.information/documentID/1029747
https://www.faa.gov/regulations_policies/orders_notices/index.cfm/go/document.information/documentID/13692
http://www.aviation-ia.com/cf/store/catalog_detail.cfm?item_id=2816
http://www.aviation-ia.com/cf/store/catalog_detail.cfm?item_id=2809
https://my.rtca.org/NC__Product?id=a1B36000001IcmwEAC
http://standards.sae.org/arp4754a/
http://standards.sae.org/arp4761/
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6.1.4 Vendor Supplied. Vendor-supplied software is usually related to In-Flight Entertainment 
(IFE), navigational databases, and Terrain Awareness and Warning Systems (TAWS). 
This software is usually subject to frequent updates and is managed through OpSpecs, 
operator engineering documents, or contractual agreements with the vendor. 

6.2 Software Storage. 

6.2.1 Removable Media. Software can be stored, transported, and loaded from removable 
media. This media can be in many forms, such as floppy discs, CDs, DVDs, and flash 
memory devices (e.g., Secure Digital (SD)/microSD cards and USB drives). All forms of 
removable media, especially rewritable media, must be tightly controlled to prevent data 
corruption. 

6.2.2 Portable Electronic Devices (PED). A PED dedicated for maintenance can be in the form 
of laptop computers, tablets, and portable data loaders (PDL). As with physical media, 
maintenance PEDs will also require tight control not only for data corruption but 
configuration control. These devices can be connected to the aircraft in a wired 
configuration or wireless when in close proximity to the aircraft. 

6.2.3 Ground-Based Server. Software may reside on a ground-based server to provide a single 
source of readily available controlled software. Maintenance procedures requiring 
software should specify how to retrieve the correctly configured data from the server. 
Server storage is preferred in the case of remote transfer methods found in 
paragraph 6.3.4. 

6.2.4 Automatic Test Equipment (ATE). In an appropriately rated part 145 repair station, 
software may reside on ATE specifically designed for diagnosis and repair of aircraft 
components. Procedures for control of ATE software should be specified in the Repair 
Station Manual (RSM) and audited by operators contracting with the repair station. 

6.3 Software Transfer. 

6.3.1 Physical Media Transfer. Removable media or PEDs are taken to the aircraft for loading 
to individual line replaceable units (LRU), or to stage software to centrally located data 
distribution access points on aircraft with system interconnectivity. 

6.3.2 Wired Connection to PED. A popular method of software transfer is the wired PED due 
to its simplicity, utility, and security. A wired PED can store several software files for use 
on multiple systems and aircraft. Use of a wired connection reduces the electronic 
security considerations common with a wireless PED. 

6.3.3 Wireless Connection to PED. A wireless PED connection allows for data transfer from 
any location on or near the target aircraft. Using a wireless connection for critical 
software applications may invoke specialized security measures depending on the system 
architecture. 

6.3.4 Wireless Aircraft Connections. Some aircraft are initially certificated or modified with 
remote software transfer and loading capabilities. The advantage of this method is the 

3 



12/20/17  AC 43-216 

ability to move time-sensitive updates rapidly, enhance configuration control, and 
minimize maintenance downtime. Security measures to prevent software corruption or 
tampering are built in at certification, and reinforced by ICAs. Remote transfer and 
loading range is only limited by the type of connectivity. 

6.4 State of Software. 

6.4.1 Development. The process by which code is created to perform a specific function that is 
accurate, timely, and with repeatable results. Software must have the ability to be held in 
a ready state with assurance that the intended function is not degraded through time or 
human interaction. 

6.4.2 Transfer. Moving software from one state or location to another that ensures the function 
is not altered intentionally or by error. For the purpose of this AC, aircraft software 
transfer includes all aspects of transferring from the software source (supplier) to the 
target aircraft onboard server or maintenance PED for immediate loading, or staging and 
loading. 

6.4.3 Staged. Having software transferred to the target aircraft onboard server and ready for 
loading. 

6.4.4 Loading. Software loading is the process of transferring and programming software into 
the target LRU or system, thus changing the aircraft’s software configuration. This 
includes moving the software from a maintenance PED, or changing the status of the 
software from staged on an aircraft server to the current running configuration. 

7 SOFTWARE LOADING DURING MAINTENANCE. 

7.1 Maintenance Programs. Loading of software is an integral part of any maintenance 
program. This is especially true in modern aircraft and powerplants with advanced 
connectivity. Historically, very few software-related activities have been subject to the 
scheduled maintenance tasks reflected in a manufacturer’s Maintenance Review Board 
Report (MRBR). However, software loading can be found in several sections of the 
relevant Aircraft Maintenance Manual (AMM) and engine manuals usually related to 
LRU replacement. 

7.2 Procedures. There are various methods of receiving, storing, transporting, and loading of 
software. Most are specified by the TC, amended TC, or STC holder in the applicable 
ICAs created at the time of certification. Component manufactures may also specify a 
method for loading software on LRUs when they are not installed on the aircraft. 
Preloading LRU software is a way to save time during nonscheduled maintenance events 
to avoid operational delays. For LRUs, these procedures can be found in the applicable 
component maintenance manual (CMM) or equivalent. 

7.2.1 Software Receiving. Historically, software parts have been received through an 
operator’s receiving inspection process similar to other aircraft parts. This practice is 
common for software received as removable media then distributed to a software 
management entity, usually the avionics engineering department. This practice will 
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remain acceptable for removable media; however, software received electronically may 
be delivered directly to the software management entity, bypassing the receiving 
inspection process. In all cases, the operator’s procedures should give specific details for 
removable media and electronic transfers, including the interaction between receiving 
inspection and the software management entity. The goal of a software receiving program 
should be to verify that the software requested meets the specifications of the operator 
and has not been altered during transfer. 

7.2.2 Storage and Protection. Operators should have a software management process that 
includes adequate protections from software tampering while the software is in storage 
and during transfers. The process should include, but is not limited to, security controls of 
ground servers, removable media, PEDs, shop load tools, and all transfers between these 
devices and transfers to aircraft servers or onboard loaders. This is required for all aircraft 
software whether or not electronic security Special Conditions (SC) or an ANSP is 
required. Refer to AC 119-1 for more information on when an ANSP is applicable to an 
aircraft operator and how an ANSP is authorized. 

7.2.2.1 Maintenance PED Control. PEDs used to store, transfer, and load aircraft 
software must be controlled. Operators should have procedures that mandate 
maintenance PEDs be used exclusively for aircraft software by authorized 
individuals. In some limited and controlled cases, it is acceptable to have 
AMMs residing on the same device along with restricted Internet access. 

7.2.2.2 Removable Media. An operator should control any removable media device 
used for aircraft software transfer and loading. Use of personal removable 
media should not be allowed because it may contain files detrimental to an 
aircraft system. 

7.2.2.3 Retirement. Special considerations should be given to aircraft or systems that 
are being retired to ensure private keys, personal data, and proprietary 
information are not compromised. Frequently, parts with sensitive software 
and information may be reintroduced in an operator’s logistics program or 
sold. 

7.2.3 Software Transfer. The goal of an operator’s procedures for software transfer should be 
to maintain integrity while making the software readily available. Only authorized 
personnel should be involved in the end-to-end transfer process. Procedures should 
specify which entities within the operator’s company have access to aircraft software, 
what levels of access the personnel have, and by what means the software is transferred. 

7.2.4 Loading. The loading of software should be performed only by authorized and trained 
personnel using procedures and equipment specified in ICA. All software loading should 
be followed by a verification procedure to ensure the aircraft is in the correct software 
configuration. This is especially important when loading software into LRUs off of the 
airplane, and after the LRU is installed in an aircraft. Preloading cannot be assumed to be 
correctly preconfigured because it cannot be assured that the preloaded LRU will get 
installed in a particular aircraft. 
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7.2.5 Configuration Control. The operator should have a software configuration control 
procedure to ensure each aircraft is in an Airworthy condition and meets its type design. 
The procedure should include an emphasis on scheduling software loading to ensure 
timeliness for critical applications, especially in cases where software configurations are 
mandated by an Airworthiness Directive (AD) issued under 14 CFR part 39. The 
approved software configuration may vary from aircraft to aircraft due to system 
modification levels and operating environment. All onboard software loading procedures 
must include a configuration verification to ensure the latest software matches the 
operator’s approved software configuration. A periodic configuration check is 
recommended at an interval aligned with, and made part of, the aircraft maintenance 
program. Special consideration should be given to cases where the host aircraft/system 
may require a different software revision level than specified by the LRU manufacturer in 
order to meet aircraft type design. 

7.2.6 Component Handling. Aircraft are equipped with components that may require specific 
handling during transport, storage, repair, and decommissioning, as these components can 
contain sensitive or confidential information such as private keys and personal data. 

7.3 Training. Software ICA should be an integral part of all training programs with controls 
commensurate with the software’s intended use. It is acceptable for this training to be 
included in a fleet type specific training as an alternative to a standalone curriculum. It is 
recommended that any personnel involved in the development and distribution of 
software parts be familiar with the different design assurance levels defined in 
RTCA DO-178. 

7.4 Software Program Evaluation. An operator’s software management program should be 
evaluated for its effectiveness in managing, training, security, adherence to manual 
procedures, and configuration control. For parts 121 and 135 operators, this evaluation 
should be an integral part of their Continuing Analysis and Surveillance System (CASS). 
In all cases, a security threat analysis should be performed on a periodic basis as part of 
this process. 

7.5 Reporting. In addition to an operator’s CASS reports, any discoveries of security-related 
events should be reported to the operator’s security department. These events should be 
evaluated and classified as unintentional or intentional, and assigned an appropriate risk 
level. It is recommended that these events be reported to the design approval holder 
(DAH) for further evaluation and trend analysis. Events that are classified as intentional 
and having a major impact may require reporting to law enforcement. 

7.6 Record Entries. In almost all cases, software in installed aircraft systems is considered 
an aircraft part, and as such is subject to the same recordkeeping processes and controls 
as standard aircraft parts. 
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7.6.1 Regulatory Compliance. To ensure compliance with part 43, § 43.9; part 121, 
§ 121.709(a); part 125, § 125.411(a); and part 135, § 135.443(a), documentation of 
software loading must be included in the aircraft maintenance record entries. The record 
entries should reference the source document for the software change such as an AMM or 
SB. 

7.6.2 Exceptions to Documentation Requirements. One specific exception provided by the 
regulations is in § 43.3(k) for pilot-managed aeronautical database updates. Additionally, 
IFE system software containing “content only” may not be considered maintenance and is 
therefore excepted from §§ 43.9, 121.709(a), 125.411(a), and 135.443(a). IFE “content 
only” software is described as movie, music, and game programs with no effect on an 
IFE system’s intended function. This also includes software for systems that establish 
external connectivity for IFE content and interactive/shopping/payment/portals. 
However, some IFE content may require operational review/approval/authorization 
(e.g., in cases where mandatory briefings are embedded and are the method for an 
operator to comply with required safety briefings). 

7.6.3 Aircraft with SC. Aircraft certified with an SC related to electronic system security may 
have additional DAH manuals. These DAH manuals are created to fulfill the requirement 
of the SC in cases where the DAH is required to provide operators with additional 
guidance to maintain a secure configuration. These manuals range from lengthy 
documents that describe aircraft architecture and the interfacing support structure in 
detail, to a brief explanation of a task in the AMM. 

7.6.3.1 Electronic System Security SCs Requiring an ANSP. Aircraft certified with 
electronic system security SCs and on a part 121, 121/135, or 125 Operating 
Certificate, or a part 129-issued OpSpec, are subject to an ANSP. Operations 
of this type are authorized by the issuance of OpSpec D301, Aircraft Network 
Security Program (ANSP) Authorization. Details of an ANSP and the related 
management processes are found in AC 119-1. 

7.6.3.2 Electronic System Security SCs not Requiring an ANSP. Aircraft certified 
with electronic system security SCs, but which are not subject to an ANSP 
due to their Operating Certificate, are still required to comply with the 
electronic system security SCs, including the DAH instructions. Failure to 
comply with provisions of an SC may affect eligibility to retain an 
airworthiness certificate. 

7.6.3.3 DAH Coordination. Operators of aircraft certified with electronic system 
security SCs are required to coordinate non-DAH software changes with the 
DAH to make sure security controls are not violated. The DAH should ensure 
that software installed as part of a design change does not compromise the 
certified aircraft systems. 

7 

https://www.ecfr.gov/cgi-bin/text-idx?SID=56141492c64136cc52b2208e13988317&mc=true&node=se14.1.43_19&rgn=div8
https://www.ecfr.gov/cgi-bin/text-idx?SID=56141492c64136cc52b2208e13988317&mc=true&node=se14.3.121_1709&rgn=div8
https://www.ecfr.gov/cgi-bin/text-idx?SID=56141492c64136cc52b2208e13988317&mc=true&node=se14.3.125_1411&rgn=div8
https://www.ecfr.gov/cgi-bin/text-idx?SID=56141492c64136cc52b2208e13988317&mc=true&node=se14.3.135_1443&rgn=div8
https://www.ecfr.gov/cgi-bin/text-idx?SID=56141492c64136cc52b2208e13988317&mc=true&node=se14.1.43_13&rgn=div8


12/20/17  AC 43-216 

8 AC FEEDBACK FORM. For your convenience, the AC Feedback Form is the last page 
of this AC. Note any deficiencies found, clarifications needed, or suggested 
improvements regarding the contents of this AC on the Feedback Form. 

 
John S. Duncan 
Executive Director, Flight Standards Service
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Advisory Circular Feedback Form

If you find an error in this AC, have recommendations for improving it, or have suggestions 
for new items/subjects to be added, you may let us know by contacting the Flight Standards 
Directives Management Officer at 9-AWA-AFS-140-Directives@faa.gov.

Subject: AC 43-216, Software Management During Aircraft Maintenance

Date: _____________________ 

Please check all appropriate line items: 

An error (procedural or typographical) has been noted in paragraph ____________ 

on page _______. 

Recommend paragraph _____________ on page __________ be changed as follows: 

______________________________________________________________________ 

______________________________________________________________________ 

In a future change to this AC, please cover the following subject: 

(Briefly describe what you want added.) 

______________________________________________________________________ 

______________________________________________________________________ 

Other comments: 

______________________________________________________________________ 

______________________________________________________________________ 

I would like to discuss the above. Please contact me. 

Submitted by: Date: ______________________ 
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	7.2.6 Component Handling. Aircraft are equipped with components that may require specific handling during transport, storage, repair, and decommissioning, as these components can contain sensitive or confidential information such as private keys and p...

	7.3 Training. Software ICA should be an integral part of all training programs with controls commensurate with the software’s intended use. It is acceptable for this training to be included in a fleet type specific training as an alternative to a stan...
	7.4 Software Program Evaluation. An operator’s software management program should be evaluated for its effectiveness in managing, training, security, adherence to manual procedures, and configuration control. For parts 121 and 135 operators, this eval...
	7.5 Reporting. In addition to an operator’s CASS reports, any discoveries of security-related events should be reported to the operator’s security department. These events should be evaluated and classified as unintentional or intentional, and assigne...
	7.6 Record Entries. In almost all cases, software in installed aircraft systems is considered an aircraft part, and as such is subject to the same recordkeeping processes and controls as standard aircraft parts.
	7.6.1 Regulatory Compliance. To ensure compliance with part 43, § 43.9; part 121, § 121.709(a); part 125, § 125.411(a); and part 135, § 135.443(a), documentation of software loading must be included in the aircraft maintenance record entries. The reco...
	7.6.2 Exceptions to Documentation Requirements. One specific exception provided by the regulations is in § 43.3(k) for pilot-managed aeronautical database updates. Additionally, IFE system software containing “content only” may not be considered maint...
	7.6.3 Aircraft with SC. Aircraft certified with an SC related to electronic system security may have additional DAH manuals. These DAH manuals are created to fulfill the requirement of the SC in cases where the DAH is required to provide operators wit...
	7.6.3.1 Electronic System Security SCs Requiring an ANSP. Aircraft certified with electronic system security SCs and on a part 121, 121/135, or 125 Operating Certificate, or a part 129-issued OpSpec, are subject to an ANSP. Operations of this type are...
	7.6.3.2 Electronic System Security SCs not Requiring an ANSP. Aircraft certified with electronic system security SCs, but which are not subject to an ANSP due to their Operating Certificate, are still required to comply with the electronic system secu...
	7.6.3.3 DAH Coordination. Operators of aircraft certified with electronic system security SCs are required to coordinate non-DAH software changes with the DAH to make sure security controls are not violated. The DAH should ensure that software install...



	8 AC FEEDBACK FORM. For your convenience, the AC Feedback Form is the last page of this AC. Note any deficiencies found, clarifications needed, or suggested improvements regarding the contents of this AC on the Feedback Form.



Accessibility Report



		Filename: 

		AC 43-216_FAA Web.pdf






		Report created by: 

		


		Organization: 

		





[Enter personal and organization information through the Preferences > Identity dialog.]


Summary


The checker found no problems in this document.



		Needs manual check: 0


		Passed manually: 2


		Failed manually: 0


		Skipped: 0


		Passed: 30


		Failed: 0





Detailed Report



		Document




		Rule Name		Status		Description


		Accessibility permission flag		Passed		Accessibility permission flag must be set


		Image-only PDF		Passed		Document is not image-only PDF


		Tagged PDF		Passed		Document is tagged PDF


		Logical Reading Order		Passed manually		Document structure provides a logical reading order


		Primary language		Passed		Text language is specified


		Title		Passed		Document title is showing in title bar


		Bookmarks		Passed		Bookmarks are present in large documents


		Color contrast		Passed manually		Document has appropriate color contrast


		Page Content




		Rule Name		Status		Description


		Tagged content		Passed		All page content is tagged


		Tagged annotations		Passed		All annotations are tagged


		Tab order		Passed		Tab order is consistent with structure order


		Character encoding		Passed		Reliable character encoding is provided


		Tagged multimedia		Passed		All multimedia objects are tagged


		Screen flicker		Passed		Page will not cause screen flicker


		Scripts		Passed		No inaccessible scripts


		Timed responses		Passed		Page does not require timed responses


		Navigation links		Passed		Navigation links are not repetitive


		Forms




		Rule Name		Status		Description


		Tagged form fields		Passed		All form fields are tagged


		Field descriptions		Passed		All form fields have description


		Alternate Text




		Rule Name		Status		Description


		Figures alternate text		Passed		Figures require alternate text


		Nested alternate text		Passed		Alternate text that will never be read


		Associated with content		Passed		Alternate text must be associated with some content


		Hides annotation		Passed		Alternate text should not hide annotation


		Other elements alternate text		Passed		Other elements that require alternate text


		Tables




		Rule Name		Status		Description


		Rows		Passed		TR must be a child of Table, THead, TBody, or TFoot


		TH and TD		Passed		TH and TD must be children of TR


		Headers		Passed		Tables should have headers


		Regularity		Passed		Tables must contain the same number of columns in each row and rows in each column


		Summary		Passed		Tables must have a summary


		Lists




		Rule Name		Status		Description


		List items		Passed		LI must be a child of L


		Lbl and LBody		Passed		Lbl and LBody must be children of LI


		Headings




		Rule Name		Status		Description


		Appropriate nesting		Passed		Appropriate nesting







Back to Top
	Date: 
	An error procedural or typographical has been noted in paragraph: 
	on page: 
	Recommend paragraph: 
	on page_2: 
	be changed as follows 1: 
	be changed as follows 2: 
	Briefly describe what you want added 1: 
	Briefly describe what you want added 2: 
	Other comments 1: 
	Other comments 2: 
	Submitted by: 
	Date_2: 
	Check Box1: Off
	Check Box2: Off
	Check Box3: Off
	Check Box4: Off
	Check Box5: Off


