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[bookmark: _Toc351210163][bookmark: _Toc351210233][bookmark: _Toc373756626][bookmark: _Toc402527528]Scope
This Web Service Description Document (WSDD) was prepared in accordance with Federal Aviation (FAA) Standard (STD) FAA-STD-065A. It provides design characteristics for the Traffic Flow Management System (TFMS) Traffic Flow Management Data (TFMData) service that provides TFM data to internal and external users via the NAS Enterprise Messaging Service (NEMS) Enterprise Service Bus (ESB).
[bookmark: _Toc314048614][bookmark: _Toc314059438][bookmark: _Toc351210164][bookmark: _Toc351210234][bookmark: _Toc373756627][bookmark: _Toc402527529]Background
The TFMData Service is used to publish the following datasets:
· Flight Data
· Flow Information

Flight Data is intended to serve several existing legacy TFM data users. The primary users are ASDI, TFMDG, TBFM, and FTM Connect users who will be migrating to the new System Wide Information Management (SWIM) service. These existing users already have business applications based on the data provided over the legacy TCP Socket based feeds.

Flow Information is also intended to serve several existing legacy TFM data users. The primary users are TFMDI and CDM users who will be migrating to the new SWIM service. These existing users already have business applications based on the data provided over the legacy TCP Socket based feeds.

TFMData will be distributed to internal and external TFM consumers, identified in Section 4.2 Service Consumers, through the SWIM ESB via a J2EE multithreaded clustered application.

Note that TFMData is a JMS Structured XML service and not a web service and as such some content expected in a WSDD may not be applicable. The TFM program is migrating to the new JMSDD based on FAA-STD-073 in the next TFMData service enhancement.
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[bookmark: _Toc351210165][bookmark: _Toc351210235][bookmark: _Toc373756628][bookmark: _Toc402527530]Applicable Documents
[bookmark: _Toc314048616][bookmark: _Toc314059440][bookmark: _Toc351210166][bookmark: _Toc351210236][bookmark: _Toc373756629][bookmark: _Toc402527531]Government Documents
[bookmark: FAA_STD_063]FAA-STD-063, Standard Practice, XML Namespaces, May 1, 2009
[bookmark: FAA_STD_065]FAA-STD-065, Standard Practice, Preparation of Web Service Description Documents, February 26, 2010
FAA-STD-066, Standard Practice, Web Service Taxonomies, February 26, 2010
[bookmark: FAA_STD_066][bookmark: NAS_SR_1000]NAS-SR-1000, National Airspace System (NAS) System Requirements Specification, Revision B, June 2008
FAA Order 1370.114, Implementation of FAA Telecommunications Infrastructure (FTI) Services and Information Security Requirements in the National Airspace System (NAS), January 4, 2012
FAA Telecommunications Infrastructure (FTI) Operational Network IP Users’ Guide, Revision 2B, February 2009.
FAA Telecommunications Infrastructure NEMS User Guide, Revision B, November 20, 2013
[bookmark: _Toc314048617][bookmark: _Toc314059441][bookmark: _Toc351210167][bookmark: _Toc351210237][bookmark: _Toc373756630][bookmark: _Toc402527532]Non-Government Standards and Other Publications
Web Service Description Requirements, W3C Working Draft, J. Schlimmer, 28 October 2002, http://www.w3.org/TR/2002/WD-ws-desc-reqs-20021028/
W3C XML Schema, http://www.w3.org/XML/Schema
Web Services Policy, http://www.w3.org/2002/ws/policy/
Web Services Message Exchange Patterns, http://www.w3.org/2002/ws/cg/2/07/meps
Web Services Addressing (WS-Addressing), http://www.w3.org/Submission/ws-addressing/
XML Schema Part 2: Datatypes Second Edition, http://www.w3.org/TR/xmlschema-2/
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[bookmark: _Toc351210168][bookmark: _Toc351210238][bookmark: _Toc373756631][bookmark: _Toc402527533]Definitions
[bookmark: _Toc314048619][bookmark: _Toc314059443][bookmark: _Toc351210169][bookmark: _Toc351210239][bookmark: _Toc373756632][bookmark: _Toc402527534]Terms and Definitions
Table 3-1. Glossary, contains the definitions (from FAA-STD-065A) for the terminology used in this WSDD.
[bookmark: _Toc402527561]Table 3‑1. Glossary
	Term
	Definition

	Data Element
	A unit of data for which the definition, identification, representation, and permissible values are specified by means of a set of attributes.

	Datatype
	A set of distinct values, characterized by properties of those values, and by operations on
those values.

	End Point
	An association between a fully-specified binding and a physical point (i.e., a network address) at which a service may be accessed.

	Message
	An identifiable collection of units of information (data elements), presented in a manner suitable for communication, interpretation, or processing within a context of interacting SOA components.

	Message Exchange Pattern (MEP)
	A template, devoid of application semantics, that describes a generic pattern for the exchange of messages between agents. It describes the relationships (e.g., temporal, causal, sequential, etc.) of multiple messages exchanged in conformance with the pattern, as well as the normal and abnormal termination of any message exchange conforming to the pattern.

	Metadata
	Data that defines or describes other data.

	Namespace
	A collection of names, identified by a URI reference, that are used in XML documents as element types and attribute names. The use of XML namespaces to uniquely identify metadata terms allows those terms to be unambiguously used across applications, promoting the possibility of shared semantics.

	Permissible Value 
	The set of allowable instances of a data element.

	Service Consumer
	An organization that seeks to satisfy a particular need through the use of capabilities offered by means of a service.

	[bookmark: FIPS]Service Provider
	An organization that offers the use of capabilities by means of a service.

	Web Service
	A platform-independent, loosely-coupled software component designed to support interoperable machine-to-machine interaction over a network. It has an interface described in a machine-processable format. Other systems interact with the Web service in a manner prescribed by its description by means of XML-based messages conveyed using Internet transport protocols in conjunction with other Web-related standards.


[bookmark: _Toc314048620][bookmark: _Toc314059444][bookmark: _Toc351210170][bookmark: _Toc351210240][bookmark: _Toc373756633][bookmark: _Toc402527535]Acronyms and Abbreviations
Table 3-2. Acronym List, contains the definitions for all the acronyms and abbreviations used in this WSDD. 
[bookmark: _Toc402527562]Table 3‑2. Acronym List
	Acronym
	Definition

	AFP
	Airspace Flow Program

	ATCSCC
	Air Traffic Control System Command Center

	ATO
	Air Traffic Organization

	CDM
	Collaborative Decision Making

	CTOP
	Collaborative Trajectory Options Program

	ESB
	Enterprise Service Bus

	FAA
	Federal Aviation Administration

	FCA
	Flow Constrained Area

	FEA
	Flow Evaluation Area

	FTI
	FAA Telecommunications Infrastructure

	GDP
	Ground Delay Program

	GS
	Ground Stop

	IADE
	International ANSP Data Exchange

	IP
	Internet Protocol

	JMS
	Java Message Service

	NAS
	National Airspace System

	NCSM
	NAS Common Situation Model

	NEMS
	NAS Enterprise Messaging Service

	NIST
	National Institute of Standards and Technology

	NSRR
	NAS Service Registry Repository

	PIG
	Post – Impact GREEN

	RAPT
	Route Availability Planning Tool

	SSL
	Secure Socket Layer

	STD
	Standard

	STDDS
	(SWIM) Terminal Data Distribution System

	SWIM
	System Wide Information Management

	TBFM
	Time-based Flow Management

	TCP
	Transmission Control Protocol

	TFM-M
	Traffic Flow Management-Modernization

	TFMData
	Traffic Flow Management Data

	TFMS
	Traffic Flow Management System

	TMI
	Traffic Management Initiative

	WSDD
	Web Service Description Document

	WSDL
	Web Service Description Language
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[bookmark: _Toc351210171][bookmark: _Toc351210241][bookmark: _Toc373756634][bookmark: _Toc402527536]Service Profile

The service name is Traffic Flow Management Data (TFMData) Service. The service version is 1.3. According to FAA-STD-066:

· The service category is Air Traffic Command and Control Information Service, ID 1.3.1.2.
· The current lifecycle stage is Proposed.
· The service criticality is Essential.
· The TFMData Service namespace is urn:us:gov:dot:faa:atm:tfm:tfmDataService
· The namespace is dependent on other namespaces as depicted in Figure 4‑1. TFMData Service Namespace
· Each namespace can be correlated to the schema files defined in Appendix A

[image: ]
[bookmark: _Toc366482662][bookmark: _Toc366483784][bookmark: _Ref367714132][bookmark: _Toc402527565]Figure 4‑1. TFMData Service Namespace

[bookmark: _Toc314048623][bookmark: _Toc314059447][bookmark: _Toc351210173][bookmark: _Toc351210243][bookmark: _Toc373756636][bookmark: _Toc402527537]Service Provider
The TFMData Service is provided by the FAA ATO organization.
[bookmark: _Toc314048624][bookmark: _Toc314059448][bookmark: _Toc351210174][bookmark: _Toc402527538]Point of Contact
The point of contact for the TFMData Service is:

Chris Burdick
Transition Lead
Traffic Flow Management System Development
Air Traffic Systems, Decision Support Programs 
FAA, ATO Program Management (AJM-222)
chris.burdick@faa.gov
540-422-4617
[bookmark: _Toc374112058][bookmark: _Toc374112059][bookmark: _Toc374112060][bookmark: _Toc314048625][bookmark: _Toc314059449][bookmark: _Toc351210175][bookmark: _Toc351210244][bookmark: _Toc373756637][bookmark: _Toc402527539]Service Consumers
TFMS provides TFM data to internal and external consumers through the SWIM ESB.

End Users will be comprised of the following existing TFM clients:
· Aircraft Situation Display to Industry (ASDI) users
· Collaborative Decision Making (CDM) users
· Flight Table Management (FTM) Connect users
· Time Based Flow Metering (TBFM)
· Traffic Flow Management Data to Industry (TFMDI) users
· Traffic Flow Management Data to Government (TFMDG) users

No service level agreement has been established.
[bookmark: _Toc314048626][bookmark: _Toc314059450][bookmark: _Toc351210176][bookmark: _Toc351210245][bookmark: _Toc373756638][bookmark: _Toc402527540]Service Functionality
TFMS TFMData Service publishes Flow Information and Flight Data to NEMS, as shown in Figure 4‑2. High-Level View of TFMS to NEMS Interface. NEMS then distributes the data to internal and external SWIM service consumers.
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[bookmark: _Toc314059431][bookmark: _Toc351991017][bookmark: _Toc366482663][bookmark: _Toc366483785][bookmark: _Ref367714433][bookmark: _Toc402527566]Figure 4‑2. High-Level View of TFMS to NEMS Interface

The TFMData service is a TFM SWIM service that provides traffic management data by way of two JMS business functions, Flight Data and Flow Information. These business functions provide data relative to the traffic flow management domain. The business functions are defined as follows:

Flight Data Business Function
Flight Data is designed to provide the same base data as legacy ASDI enhanced with additional data related to flights being managed by TFMS.

Real World Effects of Flight Data
Flight Data is comprised of data from a variety of systems but the main contributor of input data is the Enroute Computer System. TFMS has a consolidated view of the entire system and adds value to that information such that the resulting output is an accurate reflection of the state of the NAS in terms of traffic flow management. Flight Data is sent as it is updated, when there is a commanded change, or when there is a computed change. Users consuming Flight Data have the ability to construct a dataset (or database) consistent with TFMS. 


Flow Information Business Function
Flow Information is designed to provide the same base data but it has been enhanced with additional data related to TMIs being created, updated, and deleted by TFMS.

Real World Effects of Flow Information
Flow Information is data that describes the TFM initiatives that are created, updated, or deleted from the system. Flow Information is created by TFM users; the information is used by TFMS to monitor capacity, to assist in controlling capacity of the system, or to describe characteristics of the system. Flow information provides a shared state of TFMS with authorized users in support of situational awareness and potentially to be used by CDM users in their own automation and research activities. Users consuming Flow Information have the ability to construct a dataset (or database) consistent with TFMS.
[bookmark: _Toc314048627][bookmark: _Toc314059451][bookmark: _Toc351210177][bookmark: _Toc351210246][bookmark: _Toc373756639][bookmark: _Toc402527541]Security
TFMData will be transmitted from TFMS to NEMS using NEMS JMS provider services over the FAA trusted network (FTI OP-IP). In accordance with FAA Order 1370.114, there will be no Secure Socket Layer (SSL) encryption of data. 

[bookmark: _Toc229126826][bookmark: _Toc372639307]NEMS will manage and provide the JMS provider security mechanisms, TFMS will comply with FAA Telecommunications Infrastructure NEMS Users Guide, Section 4.3.1 Service Level Security Service, and use the provided security credentials along with the NEMS provided JMS APIs.
[bookmark: _Toc314048628][bookmark: _Toc314059452][bookmark: _Toc351210178][bookmark: _Toc402527542] Roles
Not applicable to this service.
[bookmark: _Toc314048629][bookmark: _Toc314059453][bookmark: _Toc351210179] Access Control Mechanisms
SWIM service consumers will only be able to receive TFMData data from NEMS and will not have direct access to TFMS. TFMS will connect to NEMS by supplying a username and encoded password.

The data provided via TFMData can include sensitive data, which is tagged as sensitive, and NEMS is relied upon to filter the sensitive information such that only authorized users have access.

Data access controls are implemented by NEMS based on negotiated authorization to consume the sensitive data. TFMS provides sensitivity message attributes to allow NEMS the means to filter sensitive data according to the consumers authorized access level. Details on filtering support are covered in Section 6.1.1.1.1 FlightData_Mediation Support and Section 6.1.2.1.1 FlowInformation Mediation Support.
[bookmark: _Toc314048630][bookmark: _Toc314059454][bookmark: _Toc351210180]Security Policies
In addition to FAA Order 1370.114 (referenced above), communication between TFMS and NEMS will conform to NEMS security policy and the following National Institute of Standards and Technology (NIST) and FAA Orders:
· NIST SP 800-53 Rev 3, Recommended Security Controls for Federal Information Systems and Organizations
· FAA Order 1370.103, Encryption Policy, November 12, 2008
· FAA Order 1370.104, Digital Signature Policy, October 31, 2008
· FAA Order 1370.112, FAA Application Security Policy, October 5, 2010
· FAA Order 1370.92A, Password and PIN Management Policy, August 6, 2010
· FAA Order 1370.95, Wide Area Network Connectivity Security, September 12, 2006
· FAA Protecting Personally Identifiable Information Order 1280.1B, December 17, 2008
· FAA Order 1370.113 Web Security Management Policy, April 16, 2012
[bookmark: _Toc314048631][bookmark: _Toc314059455][bookmark: _Toc351210181][bookmark: _Toc351210247][bookmark: _Toc373756640][bookmark: _Toc402527543]Qualities of Service (QoS)
The TFMS program has a set of QoS requirements for the entire system that apply to this service as well. To avoid maintenance complexities these requirements will not be repeated in multiple documents. Please refer to the TFMS SSS for specifics on availability and QoS.

At a high level, TFMS is a highly available system with no single point of failure. To achieve this availability, multiple instances of the application that distributes TFMData data will be running concurrently in clustered application servers. This approach will be transparent to SWIM service consumers since they will be receiving TFMData from NEMS and not directly from TFMS. NEMS will receive data from TFMS from all active applications, when a single application or server failure occurs the remaining nodes will continue and pick up the additional load.

Flight Data will have the following messaging characteristics:

Message Size
Average: 3.5 Kbytes compressed and not including JMS headers

Message Frequency
Average rate is 298 JMS messages per minute. Note that each JMS Message could contain up to 128 individual Flight Data information messages. These JMS messages are sent based on a 1 second cycle. Multiple JMS messages are sent with each cycle if the number of individual Flight Data information messages accumulated exceeds 128. The data is transmitted in this fashion to balance utilization of system resources with delay in transmission.

This rate was derived from the TFMS Release 10 Performance Model that incorporates transaction 95th percentile processing rate experienced operationally during the busiest hours, projected increases due to new requirements, and projected growth through 2015.

Flow Information will have the following messaging characteristics:

Message Size
· AFP Data - Average: 15.5 Kbytes compressed and not including JMS headers
· CTOP Data - Average: 423 Kbytes compressed and not including JMS headers
· GDP/UDP Data - Average: 129 Kbytes compressed and not including JMS headers
· GS Data - Average: 42 Kbytes compressed and not including JMS headers
· Reroute Data - Average size: 30k bytes not including JMS headers and compressed
· FEA/FCA Data - Average: 287 Kbytes compressed and not including JMS headers
· ATCSCC Advisory - Average sizes range from 520 – 2k bytes not including JMS headers and compressed
· Airport Runway Configuration, Airport Deicing, Restrictions
· Average sizes range from 1 – 1.5k bytes not including JMS headers and compressed
· RAPT Timeline data – Average size: 36.47k compressed bytes not including JMS headers.
· Flow Information Refresh Data – Average size: 24.93k compressed bytes not including JMS headers.

Message Frequency
Generally Flow Information is event driven by users and based on weather or other extenuating circumstances. Rates vary 
· AFP Data - Average rate is 0.02 messages per minute. Max rate is 0.09 messages per minute
· CTOP Data - Average rate is 0.1 messages per minute
· GDP/UDP Data - Average rate is 0.02 messages per minute. Max rate is 0.06 messages per minute
· GS Data - Average rate is 0.002 messages per minute. Max rate is 0.06 messages per minute
· Reroute Data - Average rate is 0.02 messages per minute. Max rate is 0.07 messages per minute
· FEA/FCA Data - Average rate is 1 messages per minute
· ATCSCC Advisory - Average rate is 0.05 messages per minute. Max rate is 0.116 messages per minute
· Airport Runway Configuration, Airport Deicing, Restrictions
· Average rate is 0.05 messages per minute. Max rate is 1.94 messages per minute
· RAPT Timeline data rate is 0.8 messages per minute.
· Flow Information Refresh data rate is 41.8 messages per minute. 
NOTE: The Flow Information Refresh capability has been sized based on the expected number of active refresh items.
[bookmark: _Toc402527544][bookmark: _Toc314048632][bookmark: _Toc314059456][bookmark: _Toc351210182][bookmark: _Toc351210248][bookmark: _Toc373756641]Service Policies
[bookmark: _Toc314048633][bookmark: _Toc314059457][bookmark: _Toc351210183][bookmark: _Toc351210249][bookmark: _Toc373756642]TFMData is not a Web Service and as such has no web service policy. Data provided by the TFMData JMS service will be governed by the FAA data governance organization. 
[bookmark: _Toc402527545]Environmental Constraints
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The TFMData Service is provided by the TFM System located in the WJHTC. There is a disaster recovery center in a different location that is able to take over operations at any time on command. Both of the TFM systems communicate directly with NEMS via the trusted FAA telecommunications infrastructure. NEMS will be the demarcation point for all consumers.
A-1
		
[bookmark: _Toc402527546]Service Interfaces
The service interfaces section defines the data element types and the messages distributed and consumed. The messages are transmitted from TFMS to NEMS where they are consumed by SWIM service consumers.
The data element types and message element types presented in the subsequent paragraphs are organized into:
· Common Types – Basic element types used in all of the other types.
· Message Types – Messages types organized by the class/category of data
· Service Types – All inclusive service elements

Note: Appendix B contains tables that are auto generated from the current schema provided with this document.

[bookmark: _Toc402527547]Interfaces
TFMS provides two interfaces that are exposed to the service consumer via the NEMS ESB. NEMS will provide consumer access to TFMData according to consumer on-ramp requirements. The two interfaces provided by NEMS JMS and the data published by TFMS are the Flight Data and Flow Information business functions. The Flight Data business function provides TFM enhanced flight data when it is created, updated, or deleted. The Flow Information business function provides Traffic Management Initiative information when it is created, updated, deleted, and on a periodic basis in support of a form of reconstitution.
[bookmark: _Toc402527548]Operations
The TFMData service does not define any operations to be invoked by the service consumer. The service is designed to be a subscription service that constantly streams new, updated, and deleted information. Flight Data and FlowInformation both follow this design pattern with one exception which is Flow Information has a refresh feature which is intended to provide the current state of all TMIs in the system on a periodic basis. The refresh capability is provided as a means for user applications to establish a consistent state on startup. 
[bookmark: _Toc402527549]Messages
[bookmark: _Toc400005539][bookmark: _Toc374112068][bookmark: _Toc374112079]Flight Data and Flow Information are output only messages sent to service consumers via NEMS. Flight Data and Flow Information both have attributes providing support for filtering, routing, identification of content, timestamps, and references used for correlation. All Flight Data messages are sent as outputs in the message fltdOutput and Flow Information in the message fiOutput as depicted in Figure 5-1 TFMData Service.
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[bookmark: _Ref367350994][bookmark: _Toc402527567][bookmark: _Ref351988276]Figure 5‑1. TFM Data Service
[bookmark: _Toc402527563]
Table 5‑1. TFM Data Service
	Level
	XSD Type[footnoteRef:1] [1:  XSD Type refers to the XSD simple type of the referenced data element in the TFMData definition tables. See “XML Schema Part 2: Datatypes Second Edition”, http://www.w3.org/TR/xmlschema-2/] 

	Name
	Data Type
	Permissible Value
	Obligation[footnoteRef:2] [2:  An obligation is a kind of policy that prescribes actions and/or states of an agent and/or resource., http://www.w3.org/TR/ws-gloss/] 

	Description

	1
	element
	tfmDataService
	 
	 
	 
	The TFMData service provides Traffic Flow Management Data to NAS Users and CDM Users. It consists of both flight data and traffic management initiative data.

	2
	complexType
	 
	 
	 
	 
	 

	3
	choice
	 
	 
	 
	 
	 

	4
	element
	fltdOutput
	fdm:fltdOutputType
	 
	Choice: 3
	Flight Data Messages

	4
	element
	fiOutput
	fim:fiOutputType
	 
	Choice: 3
	Flow Information Message


[bookmark: _Toc402211990][bookmark: _Toc402212293][bookmark: _Toc351210186][bookmark: _Toc402527550]Flight Data Messages
Air Traffic Flow Data consists of correlated aircraft flight data information received from various NAS sources and international participants. It contains scheduling and routing data and positional information see Figure 5‑2. Flight Data Messages for an overview of FlightData messages and Appendix B Table B-3 for a detailed tabular description. This data consist of:
· Flight Plan Data initial and subsequent amendments,
· Departure and arrival time notifications,
· Flight cancellations,
· Boundary crossings,
· Track position reports, and
· NAS Common Situation Model (NCSM[footnoteRef:3]) information containing flight times, control, cancel, and or route data resulting from changes to the active flight database caused by external and internal flight related events. [3:  The NAS Common Situation Model (NCSM) view of the TFMS is a representation of objects, history, and projections related to traffic flow management. The NCSM is used for situational awareness essential to national airspace management and for collaboration with users. The NCSM is a computed set of data built on ingested flight and aeronautical data. It encompasses flight data (actual, scheduled, and predicted) and derived NAS demand data.] 
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[bookmark: _Ref367714254][bookmark: _Toc402527568]Figure 5‑2. Flight Data Messages

Flight Data messages consist of raw aircraft flight data information received from various NAS sources, international participants, or internal TFMS events and correlated and derived data produced by the assimilation and refinement of the raw data. It contains scheduling, routing, and positional information. It is an enhanced version of the data flow previously known as Aircraft Situation Display to Industry (ASDI). Flight Data messages are described in Table 5-3 Flight Data Messages. This data consist of:

· Flight Plan Data initial and subsequent amendments
· Departure and arrival time notifications
· Flight cancellations
· Boundary crossings
· Track position reports
· NAS Common Situation Model (NCSM) information containing flight times, control, cancel, and route data resulting from changes to the active flight database caused by external and internal flight related events up to 24 hours into the future.

Data is sent as TFMS receives and processes source data from various external NAS systems and when TFMS internal events result from updates to the NCSM. The best way to demonstrate this is through an example:

· An internal TFMS timer event causes a review of the schedule data (airline provided data) for scheduled flights.
· If a flight is scheduled to depart within the next 24 hours then it is entered into the NCSM.
· Based on the schedule data provided (i.e., ACID, departure airport, destination airport, departure time and historical data maintained by the NCSM), a complete flight profile including trajectory is created.
· This data is then communicated to TFMData Consumers with an ncsmFlightCreate message.
· When a flight plan is received for a flight and the data from the NAS “FZ” message is correlated to the previously scheduled flight, the flight profile including trajectory is updated with the newer data.
· This update, consisting of the raw data received in the flight plan and resulting trajectory, is communicated with a flightPlanInformation message that will contain the raw data received and updated NCSM data components indicating updates in the derived data.
· Using this example as a model, one then can incorporate other messages and/or events into similar message/event updates.


The following summarizes the use of flight times in Flight Data and defines each one. These times occur within the message information messages that are transmitted as part of Flight Data of the TFMData Service of the SWIM/NEMS interface.

The following are applicable to every Flight Data Information message: Tag <fltdMessage>:
1. Tag Name:  sourceTimeStamp is an attribute of the message that gives the time that information was received by TFMS or the time that TFMS generated the data contained within the message.
2. Tag Name: etd is a field within the message that gives the current estimated time of departure and an attribute that defines the type of time it is dependent on the state of the flight. The type is defined as follows:
a. ACTUAL – Flight’s actual departure time and flight is airborne
b. ESTIMATED – Flight’s estimated time and flight is airborne
c. METERED – Flight’s TBFM assigned Scheduled  Time of Departure
d. PROPOSED – Flight’s proposed departure time and flight is on the ground
e. SCHEDULED– Flight’s scheduled departure time and flight is on the ground
3. Tag Name: eta is a field within the message that gives the current estimated time of arrival and an attribute that defines the type of time it is dependent on the state of the flight. The type is defined as follows:
a. ACTUAL – Flight’s actual arrival time
b. ESTIMATED – Flight’s arrival estimated time and flight is on the ground
c. PROPOSED – Flight’s proposed departure time and flight is on the ground or airborne 
d. SCHEDULED– Flight’s scheduled departure time and flight is on the ground

The following are times that are provided in specific messages:
1. Tag Name: coordinationTime – This is the coordination time received in a Flight Plan message.
2. Tag Name: newCoordinationTime – This is the new coordination time that may be received in a Flight Plan Amendment message.
3. Tag Name: timeOfArrival – This the arrival time received in an Arrival Message along with an attribute indicating ESTIMATED if it is not an actual time.
4. Tag Name: timeOfDeparture – This the departure time received in an Departure Message along with an attribute indicating ESTIMATED if it is not an actual time.
5. Tag Name: boundaryCrossingTime – This is the boundary crossing time received in a Boundary Crossing message.
6. Tag Name:  arrivalFixAndTime and departureFixAndTime – These have an “arrTime” attribute that gives the arrival time at that fix. These tags are found in the “ncsmRouteData” component that is provided with any message that may directly or indirectly define or modify the flight path: Flight Plan, Flight Plan Amendment, Boundary Crossing, Track Position, Oceanic Report, NCSM Flight Schedule Update, NCSM Flight Route, NCSM Flight Create, NCSM Flight Modify, NCSM Flight Times, and NCSM Flight Status Update. The arrivalFixAndTime is also provided in the airlineData component that is provided in the Flight Create and Flight Modify messages. These tags are optional.
7. Tag Name: flightTimeData – This tag contains optional attributes that can provide the following times:
a. estimatedDeparture – Estimated Departure time (not used)
b. estimatedArrival - Estimated Arrival time (not used)
c. originalDeparture - Original departure time for the flight.
d. originalArrival - Original arrival time for flight.
e. gateDeparture - Gate departure time for the flight .
f. gateArrival - Gate arrival time for the flight.
g. runwayDeparture - Runway Departure time for the flight. 
h. runwayArrival - Runway Arrival time for the flight. 
i. airlineOffTime - Airline Off time for the flight. 
j. airlineOnTime - Airline On time for the flight. 
k. airlineInTime - Airline In time for the flight. 
l. airlineOutTime - Airline Out time for the flight. 
m. flightCreation - The date and time the flight was created in TFMS
8. Tag Name:  ctd and cta – Control time of departure and control time of arrival respectively provided as part of the ncsmControlData in the NCSM Flight Control message. This message will provide EDCT times and be marked as restricted.
Flight Data Reconstitution
Flight Data does not provide a reconstitution or refresh capability.

Flight Data Correlation
Each Flight Data Information message received, such as Flight Plan, Flight Create, or Flight Plan Amendment, contains a flight reference attribute. This attribute can be used to correlate an information message to a particular flight retained in the user’s local storage. If the flight with a reference number matching the received reference number already exists in the user’s local data storage, then the information in the message is used to add and/or modify the existing flight data. If the flight reference number received does not exist in the user’s local storage, then a new flight entry needs to be created. If the new flight resulted from an on-ground or in-air diversion, the flight information message will contain an “ncsmDiversionCancelData” tag that provides the flight reference number of the diverted flight. In this case it is recommended that the flight data in the user’s local storage for the diverted flight be copied into a new flight entry, and the data received for new flight used to add or modify the data in the just created flight entry. The flight indicated by the diverted flight reference should then be marked as “diversion cancelled”. If the new flight information data received does not contain an ncsmDiversionCancelData tag then simply create a new flight entry using the received data.

Flight Data Message Triggers
Table 5-2 below provides the message trigger, description, and associated FlightData message.

[bookmark: _Toc402527564]Table 5‑2. Trigger Definition and Associated Flight Data Message
	Message Trigger
	Description
	FlightData Message

	HCS_TRACK_MSG
SMA_TRACK_MSG
IADE_TRACK_MSG
	Position Data
	trackInformation

	HCS_AMENDMENT_MSG
IADE_AMENDMENT_MSG
	Flight Planning Data
	flightPlanAmendmentInformation

	HCS_ARRIVAL_MSG
IADE_ARRIVAL_MSG
	Flight Planning Data
	arrivalInformation

	HCS_BEACON_CODE_MSG
	Beacon Code Data
	beaconCodeInformation

	HCS_DEPARTURE_MSG
IADE_DEPARTURE_MSG
	Flight Planning Data
	departureInformation

	HCS_FLIGHT_PLAN_MSG
IADE_FLIGHT_PLAN_MSG
	Flight Planning Data
	flightPlanInformation

	HCS_CANCELLATION_MSG
IADE_CANCELLATION_MSG
	Flight Planning Data
	flightPlanCancellation

	HCS_UPDATE_MSG
	Flight Planning Data
	boundaryCrossingUpdate

	HCS_OCEANIC_POSITION_REPORT_MSG
IADE_OCEANIC_POSITION_REPORT_MSG
	Position Data
	oceanicReport

	FD_FLIGHT_CANCEL_MSG
	Flight Planning Data
	flightPlanCancellation

	FD_FLIGHT_CREATE_MSG
	Flight Planning Data
	ncsmFlightCreate

	FD_FLIGHT_MODIFY_MSG
	Flight Planning Data
	ncsmFlightModify

	EARLY_INTENT_MSG
TRAJECTORY_OPTION_SET_MSG
	Flight Planning Data
	ncsmFlightRoute

	NEMS_TBFM_FLT_DEPARTURE_MSG
STDDS_SURFACE_MOVEMENT_MSG
	Flight Planning Data
	ncsmFlightTimes

	ACTIVATE_SCHEDULED_FLIGHTS
RESTORE_CMD
ACTIVATE_CMD
	Schedule Management Data
	ncsmFlightScheduleActivate

	CANCEL_CMD
REMOVE_CMD
	Flight Planning Data
	flightPlanCancellation

	TMI_UPDATE and ChangeLog = CTOPRouteAssigned
	TMI Flight Data
	ncsmFlightRoute

	TMI_UPDATE and ChangeLog = CTOPDelayed
	TMI Flight Data
	ncsmFlightControl

	TMI_UPDATE and ChangeLog = FlightStatus.CANCELLED
	TMI Flight Data
	flightPlanCancellation

	TMI_UPDATE - all other TMI_UPDATES:
SS_FLIGHT_MODIFY_MSG
SS_SLOT_CREATE_MSG
SS_SLOT_CREDIT_SUBSTITUTION_MSG
	TMI Flight Data
	ncsmFlightControl

	UPDATE_CANCEL_TIMEOUT
UPDATE_INHIBIT_FLIGHTS
UPDATE_INTERNATIONAL_CANCEL_TIMEOUT
	Flight Planning Data
	flightPlanCancellation

	REROUTE_ASSIGNED_ROUTE
REROUTE_HISTORICAL_ROUTE
	TMI Flight Data
	ncsmFlightRoute

	RECOMPUTE_NCSM
	NCSM Computed Data
	ncsmFlightRoute

	AIRSPACE_ASSIGNMENT
	NCSM Computed Data
	ncsmFlightSectors

	UPDATE_DEPARTURE_TIMEOUT
	Flight Planning Data
	ncsmFlightTimes

	UPDATE_COMPLETE_TIMEOUT
	Flight Planning Data
	arrivalInformation


TFMData Web Service Description Document	CSC/TFMM-14/1972
10/31/2014	Service Interfaces
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Flow Information will be provided to FAA-authorized users via NEMS. Flow Information messages include create, update, cancel, or refresh events where applicable to the following TFM products:
· Create, update, and cancel Airspace Flow Program (AFP)
· Create ATCSCC Advisories 
· Create, update, and cancel Collaborative Trajectory Options Program (CTOP)
· Create, update, and cancel Flow Constraint Area (FCA)/ Flow Evaluation Area (FEA)
· Create, update, and cancel Ground Delay Program (GDP)/ Unified Delay Program (UDP)
· Create, update, and cancel Ground Stop (GS)
· Create, update, and cancel Reroutes
· Update Airport Runway Configuration and rates
· Update Airport Deicing status
· Create Restrictions
· Refresh Data (for the above items)
· RAPT Timeline data (not refreshed because it is self-refreshing)

Flow Information messages are very much dependent on weather or other extenuating circumstances in the NAS that affect the system capacity such that measures need to be taken to control flight demand on affected NAS elements. Therefore workload can vary from little to no message load to a more frequent rate on a day by day basis. The rates provided herein are nominal and maximum where measured metrics are available.
TFM will publish the Flow Information to NEMS via JMS. The data is sent as it is created in the system. Information will be provided as an element, named Flow Information output, of the tfmDataService. In implementation the name is abbreviated as fiOutput. Once TFMData is provided to NEMS further distribution to internal NAS users and external non-NAS users will be performed by NEMS.

Figure 5‑3. Flow Information Messages depicts the message attributes and message names provided by the business function. Appendix B Table B-7, Flow Information provides a detailed tabular description of the message elements.
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Flow Information Refresh Characteristics
TFM provides a data refresh capability for pertinent Flow Information identified above at a configurable rate. Initially the default rate will be 15 minutes. The refreshed data allows users that have been offline and unsubscribed to Flow Information to establish a current active state that matches that of the TFMS. An indicator is provided in the JMS properties that identify messages that are refreshed. Note that any previously sent flight lists associated with these products will not be refreshed; only the definition of the product will be refreshed. Only the last create or update of any specific Flow Information item defined below will be refreshed. This means that if a particular TMI is created and updated more than once, only the last update will be refreshed. For TMI’s that expire, are cancelled, or deleted, the refresh function will send that final event a configurable number of times (nominally 3 times) to ensure all users receive the event as long as they are not disconnected more than 45 minutes. The following rules apply to refresh of Flow Information products:

· AFP, CTOP, GDP/UDP, GS, and FEA/FCA
· Only the creation or last update of the above TMI’s definition is refreshed.
· Flight lists associated with any of the above TMI are not refreshed.
· Refresh ends when the TMI expires or is cancelled 
· ATCSCC Advisories
· Each Advisory is considered “NEW”
· Refresh ends when cancelled, expiration time, or after a configurable time period (nominally 24 hours)
· Restrictions
· Each Restriction is considered “NEW”
· Refresh ends when the Restriction expires or is cancelled
· Deicing
· Correlated by Airport
· Refreshed as long as Deicing is “IN”
· Refresh ends when after a configurable number of times that Deicing is “OUT” or when a configurable time period expires (nominally 24 hours)
· Airport Configuration/Runway Rates
· Airport /Runway data is refreshed until an NTML Close of Business Event occurs at the entering facility
· COB events are based on local time zone, TFMS will end refresh based on midnight for those time zones

Flow Information Reconstitution
Flow Information can be reconstituted by receiving and processing the Flow Information messages independent of the refresh attribute/JMS property. If the message is a create or update message then the data is used to either create or update the Flow Information item based on the Flow Information Correlation described below. TMI cancel messages (AFP, GDP/UDP, GS, CTOP, FCA/FEA, and Reroute) should be processed normally, if there is something in local storage to cancel then remove it. It is also recommended that this processing continue for a period longer than 15 minutes but not longer than 30 minutes to insure that all items have been reconstituted. After this time period the refresh data can be ignored and only the non-refresh messages processed.

Flight lists for TMI are only included in the TMI on creation and update of the TMI. Additions or deletions of flights from the flight list or refresh of Flight lists are not by direction. However, this may be performed as a future enhancement.

Flow Information Correlation
Correlation Flow Information items are based on the item type as described below:
· AFP messages are correlated by the associated FCA Name
· GDP/UDP, GS, and ATCSCC Advisories messages are correlated using the associated year, month, day, and advisory number
· CTOP messages are correlated using the CTOP TMI Id
· FEA/FCA messages are correlated using the FEA/FCA TMI Id
· Reroute messages are correlated using the Reroute TMI Id
· Restrictions messages are correlated by restrictionId, referenceRestrictionId, and the action field. If the action field indicates an initial entry or create and the restrictionId already exists in the users local storage then replace the existing restriction with the one just received; this could happen during reconstitution. If the restrictionId does not exist in the user’s local storage then create it. If the action indicates a modify action, then delete the restriction; use restrictionId in the local store is equal to the referenceRestrictionId and create a new entry for the restriction just received. If the action indicates a cancel then proceed the same as the modify except that no new entry is created for the cancel (note that the user can choose to do otherwise, e.g., create an entry for historical purposes then age it on some user defined criteria).
· Deicing messages are correlated by Airport Id.
· Airport Configuration/Runway Rates messages are correlated by Airport Id and Runway Id.
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[bookmark: _Toc402527552]Faults
The TFMData service is does not provide a request/response mechanism where faults would be conveyed via responses to the consumer. TFMData is a pure outgoing JMS service. The types of faults a consumer may encounter are total loss of data in the event of a TFMS outage. In the event of an outage the FAA will make a determination whether or not a restart is appropriate or if they should switch to the disaster recovery system. The disaster recovery system will resume all SWIM communications and begin publishing TFMData once set to an operational state.

From a consumer perspective NEMS may also contribute to Faults but NEMS behavior is not addressed in this TFMData WSDD,
[bookmark: _Toc402527553]Data Elements
All of the data provided by the TFMData service is structured XML data. Appendix B Tables B-1, B-2, and B-4 through B6 describe the elements of all TFMData messages in tabular form and include constraints, ranges, and acceptable values. The TFMData schema is published and available via the NAS Service Registry and Repository (NSRR).

[bookmark: _Toc308685408]TFMData is documented in the FAA Data Registry (FDR) under the namespace urn:us:gov:dot:faa:atm:tfm.






[bookmark: _Toc402527554]Machine-Processable Service Description Document
[bookmark: _Toc314048638][bookmark: _Toc314059462]TFMS is the producer of the TFMData Service. The service makes use of NEMS provided JMS APIs that provides TFMS the mechanism to connect and send TFMData to NEMS provided JMS Queues via TCP/IP (i.e., NEMS is the JMS provider). Consumers will likely use a similar approach to connect and consume TFMData via JMS or other mechanisms that NEMS may provide.

The TFMData Service schema represents the machine processable description document that can be used to validate TFMData and can be used as input to tools that create Java artifacts or XML samples. The TFMData schema is published and accessible from the FAA NSRR.
[bookmark: _Toc351210190][bookmark: _Toc351210254][bookmark: _Toc373756647][bookmark: _Toc402527555]Service Implementation
This service will be implemented in a multithreaded and clustered application using JMS as the interface protocol with NEMS. 
[bookmark: _Toc402527556]Bindings
TFMData does not implement any Web Services and does not have any bindings in the literal sense. It does however implement JMS services using the NEMS JMS provider. TFMS will connect to and send data to several NEMS JMS queues which will be discussed in lieu of WS Bindings in this section.

The TFM application shall publish data to two distinct NEMS Queue/Topic end-points. The purpose of the two queue/topic approach is to segregate high rate messages from lower rate and variable message size data. This publishing is implemented using the JMS protocol. NEMS is responsible for the delivery of this data to the ultimate users. Therefore for the purpose of this document we will consider NEMS queue/topic as an end point. The names of the queues/topics named here are to facilitate the discussion. The actual names are to be defined by NEMS and will be available in the NSRR.
[bookmark: _Toc402527557]Binding 1 – FlightData.QUEUE.IN
The FlightDataQueue is used to publish Air Traffic Flow Data that consists of the flight plan and position data associated with flights. The source data for these messages is characterized by small data messages, 1.7kb average, arriving at a high data rate up to 38,144 messages per minute. Because of the high rate of the source small data messages they are batched into no more than 128 messages per group prior to being sent to NEMS. This reduces the resources needed to deliver the messages because the delivery rate would be approximately 298 messages per minute. Each message group would be sent via JMS with the following JMS Properties:

1. TFMDataClass – "FlightData" – identifies the class of data
2. TimeStamp – “yyyy-mm-ddThh:mm:ssZ” – identifies the date and time of the transmission in Zulu time
3. UUID – “nnnnnnnn-nnnn-nnnn-nnnnnnnnnnnn” – a universally unique identifier with the format 8-4-4-4-12 hex digits
[bookmark: _Toc314048642][bookmark: _Toc314059466][bookmark: _Toc351210194]Data Protocol
For all TFMData service data exchange, structured XML conformant with the following standards and described in Section 5.5 Data Elements is used:

· W3C XML Schema, http://www.w3.org/XML/Schema
· XML Schema Part 2: Datatypes Second Edition, http://www.w3.org/TR/xmlschema-2/

[bookmark: _Ref402203151] FlightData Mediation Support
The Mediation capability provides message content and protocol transformation capabilities for NEMS producers and consumers. Required message content transformations are developed and deployed to reformat or change message payload content, as it transits through the ESB, per a set of configurable rules defined using XSLT and/or XQuery. The NEMS ESB is configured to provide the required protocol transformations for JMS and/or WS producers and consumers. In support of mediation, given the fact that each JMS message payload contains multiple messages, a set of attributes are provided at the message level that can be used to extract messages of interest to specific customers. These attributes are as follows:

· sensitivity – A single character indicating the sensitivity of the data. This attribute will reflect the sensitivity of the message it is associated with. When a sensitive FlightData message is detected, TFMS will build two messages one with the sensitive information included and the property set to “R” and one with the sensitive information removed and the property set to “D”.
· Restricted (R) for government authorized users only. This message contains sensitive data and should only be sent to users that are authorized to have the sensitive content.
· Desensitized (D) messages are provided to all users except those authorized to receive the restricted version of the messages. A Desensitized message is a copy of an “R” message that has all sensitive content removed. The TFM message that fits this category is an Amendment Message that has both sensitive and insensitive content. These messages will be a small subset of the restricted messages. TFM will remove the sensitive content and provide the insensitive content. These messages should be sent to all users except those that received the restricted version.
· All (A) users including government should receive messages with the “A” attribute. This message does not contain any sensitive data.
· airline – Identifies the airline associated with the flight data (3 character ID). If the aircraft is not associated with an airline the value will be XXX.
· sourceFacility – Defines the original source of the data. It includes both NAS control centers and international sources. Valid Format: LLL(L) "Name" of a NAS Facility e.g., CCZY, KZNY, or TFMS. Note: this attribute is provided specifically for TBFM requirements to filter on international sites
· sourceTimeStamp – date and time in Zulu when
· the source message was generated by an external system
· the source message was received by TFMS if there was no time provided by the external system generating the source message
· the message was generated by TFMS in the event of an NCSM update.
· flightRef – A reference number used to correlate the flight data messages
· msgType – Identifies the message type (e.g., trackInformation, flightPlanAmendment, etc.) see schema for details
· fdTrigger – Indicates the event or type of message that triggered this message to be sent to NEMS (e.g., HCS_TRACK_MSG). See schema for details

The above attributes may be used to filter Flight Data messages based on end user need and authorization. Anticipated end user currently fall into five well known categories:
· Users authorized to receive all data including sensitive, London and with no delay. These users should receive messages with a sensitivity of R and A.
· Users authorized to receive all data that is not sensitive; this should include London and should not be delayed. These users should receive messages of sensitivity A and D.
· Users authorized to receive all data that is not sensitive, does not include London, and should not be delayed. These users should receive messages of sensitivity A and D and whose source facility is not LLON.
· Users authorized to receive all data that is not sensitive, does not include London, and should be delayed. These users should receive messages of sensitivity A and D and whose source facility is not LLON and the data should be delayed by 5 minutes.
· TBFM users subscribe to all messages including restricted but only messages from specific source facilities (e.g., International source facilities including Canadian).

Note that attributes ‘msgType’, fdTrigger, flightRef, sourceTimeStamp, and ‘airline’ allow future expansion of the above defined filtering rules and support client side filtering as well. Also note that the JMS property TimeStamp will not always be the same as the message payload attribute sourceTimeStamp. The JMS property TimeStamp reflects the time that the message is transmitted from TFMS, however the message attribute sourceTimeStamp reflects the transmission time of the original flow information message, the time it was received, or the time it was created.
[bookmark: _Toc314048643][bookmark: _Toc314059467][bookmark: _Toc351210195] Message Protocol
The Message Protocol for all TFMData services is JMS. TFMData messages sent to NEMS via JMS conform to a predefined schema for communicating with the TFMData Services. TFMData Messages are structured text using XML as defined in the TFMData Service XSD.
[bookmark: _Toc314048644][bookmark: _Toc314059468][bookmark: _Toc351210196] Transport Protocol
The Transport Protocol for all TFMData services is TCP/IP in accordance with the FTI IP Users Guide.
[bookmark: _Toc314048645][bookmark: _Toc314059469][bookmark: _Toc351210197] Other Protocols
Not applicable.
[bookmark: _Toc402527558] Binding 2 – FlowInformation.QUEUE.IN
The FlowInformation.QUEUE.IN is used to publish both TMI data and environmental data. This data is characterized by variable data messages ranging from 1 kb to a maximum of 800 kb arriving at a data rate of approximately 44 messages per minute. The messages are designed to allow batching or grouping but will be delivered in groups of no more than one message per group. This design allows for future growth and tuning. Each message group will be sent via JMS with the following JMS Properties:

· TFMDataClass – “FlowInformation” – identifies the class of data
· TimeStamp – “yyyy-mm-ddThh:mm:ssZ” – identifies the date and time of the current transmission in Zulu time (transmission time regardless if the message is the originating or refresh message)
· sourceFacility – The facility that sent this message - valid Format: LLL(L) "Name" of a NAS Facility e.g., CCZY, KZNY, or TFMS.
· UUID – “nnnnnnnn-nnnn-nnnn-nnnnnnnnnnnn” – a universally unique identifier with the format 8-4-4-4-12 hex digits
· msgType – Identifies the message type, (i.e., AFP, CTOP, DICE, RSTR etc. see schema for details)
· sensitivity – A single character indicating the sensitivity of the data
· R - government authorized users only (contains sensitive data)
· A - all users including those authorized for restricted data (does not contain sensitive data)
· D - all users except those authorized for restricted data because this message is a desensitized duplicate of an “R” message (contains scrubbed data, the unsensitive portion of sensitive data is removed)
· refresh – An indicator that this message is a data refresh. Users that have been connected and have not lost data can ignore or filter this message. This property is optional, if it exists it will be set to true and indicates the payload represents the message last sent over FlowInformation which represents the current state.
[bookmark: _Toc351210200][bookmark: _Toc351210201] Data Protocol
The data protocol is structured XML that is conformant with the following standards:

· W3C XML Schema, http://www.w3.org/XML/Schema
· XML Schema Part 2: Datatypes Second Edition, http://www.w3.org/TR/xmlschema-2/
[bookmark: _Ref402203316]FlowInformation Mediation Support
The Mediation capability provides message content and protocol transformation capabilities for NEMS producers and consumers. Required message content transformations are developed and deployed to reformat or change message payload content, as it transits through the ESB, per a set of configurable rules defined using XSLT and/or XQuery. The NEMS ESB is configured to provide the required protocol transformations for JMS and/or WS producers and consumers. The JMS properties for refresh messages are the same as normal FlowInformation message properties but with the Refresh property set true. The JMS property TimeStamp will not always be the same as the message payload attribute sourceTimeStamp. The JMS property TimeStamp reflects the time that the message is transmitted from TFMS, however the message attribute sourceTimeStamp reflects the transmission time of the original flow information message, the time it was received, or the time it was created.

Like FlightData, FlowInformation can contain Sensitive data and will be identified accordingly. FlowInformation is not batched so the sensitivity is provided as a JMS property to simplify filtering and routing. The sensitivity mediation is as follows:

· sensitivity – A single character indicating the sensitivity of the data. This JMS header property will reflect the sensitivity of the entire message, if there is a sensitive Flow Information Message TFMS will build two messages one with the sensitive information included and the property set to “R” and one with the sensitive information removed and the property set to “D”.
· Restricted (R) for government authorized users only. This message contains sensitive data and should only be sent to users that are authorized to have the sensitive content.
· Desensitized (D) messages are provided to all users except those authorized to receive the restricted version of the messages. A Desensitized message is a copy of an “R” message that has all sensitive content removed. The TFM message that fits this category is an Amendment Message that has both sensitive and insensitive content. These messages will be a small subset of the restricted messages. TFM will remove the sensitive content and provide the insensitive content. These messages should be sent to all users except those that received the restricted version.
· All (A) users including government should receive messages with the “A” attribute. This message does not contain any sensitive data.
[bookmark: _Toc351210202] Message Protocol
For the FlowInformation.QUEUE.IN end point, the messaging protocol is JMS. Operational messaging data sent over SWIM is independent of production systems and productions means, and conforms to a predefined schema for communicating with the TFMData Services. Messaging data is encoded using XML as defined in the TFMData Service XSD.
[bookmark: _Toc351210203] Transport Protocol
The transport protocol used by TFMS is TCP/IP in accordance with the FTI IP Users Guide.
 Other Protocols
Not applicable.

[bookmark: _Toc402527559]End Points
Since the TFMData Service uses NEMS as the JMS provider, the physical attributes of the end points are manage and maintained by their program.  Therefore the addresses and ports are not included in this document. The queue names the NEMS program provided for the TFMData Service are as follows:

· TFMSFlightData.IN
TFMData Web Service Description Document	CSC/TFMM-14/1972
10/31/2014	Service Implementation

· TFMSFlowInformation.IN
[bookmark: _Toc402527560]TFMData Service Message Schema

TFMData Service will conform to the XML schema defined in the following files:
· FlightData.xsd
· FlightDataCommonMessages.xsd
· FICommonMessages.xsd
· FICommonDataTypes.xsd
· FIRAPTTimeline.xsd
· FlowInformation.xsd
· TFMDataCoreElements.xsd
· TFMData_Service.xsd
These files are located in the NAS Service Registry Repository (NSRR) 
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