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We are currently on the lagging edge of the third industrial 
revolution, sometimes called the digital revolution. It involved the 
development of computers and IT (information technology) since 

the middle of the 20th century.
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The Fourth Industrial Revolution (4IR) characterized by a fusion of technologies that is 
blurring the lines between the physical, digital and biological spheres, collectively referred to 
as cyber-physical systems.
- n.wikipedia.org/wiki/Fourth_Industrial_Revolution
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In the FAA’s 4IR Future Integrity and Traceability will not be optional, it will be absolutely 
necessary
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FAA Goals: What you have
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FAA Current State : What you have
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FAA Goals: What you want to do

Need Concept Define Build Sustainment

Process

Fix this one

More of these

With integrity

Innovation Platform (right enabling technology)

Accelerate Appropriately
Risk appropriate



© COPYRIGHT 2019 i-infusion, Inc.

In the FAA’s 4IR Future Resilience will not be optional, it will be absolutely necessary
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Resilience is impossible without

Can you find what you need in 3 
minutes or less?
Can its truthfulness be verified?
Can you trust it?

Connectivity and Discipline 

Truth, Trust, Traceability = CM



FAA Future State : What it will take to realize and manage getting there
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FAA Future State : What it will take to realize and manage getting there
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Enterprise 
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Vendor Risk 
Management
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Management

Cybersecurity

Enterprise 
Risk 

Management

Incident 
Management

Disaster 
Recovery 

Management

Business 
Continuity 

Management

Source: Jim Tapscott

http://blog.continuitylogic.com/author/jim-tapscott
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649C
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What it takes to realize, sustain and command
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Configuration Management (CM) is a technical and management process applying 
appropriate processes, resources, and controls, to establish and maintain consistency 

between product configuration information, and the product .

When appropriately and effectively applied, CM provides a positive impact on every 
aspect of the product life cycle. 

Collectively, the functions and principles in FAA adopted EIA-649C 
Configuration Management Standard will be used as the FAA’s compass; 
they will provide the reliable direction required to stay on course and aid 

in sound decision making moving forward.



© COPYRIGHT 2019 i-infusion, Inc.

What it takes to realize, sustain and command

Pl
Planning & 

Management
5.1

Id
Identification

5.2

Ch
Change 

Management
5.3

St
Status 

Accounting
5.4

Va
Verification & 

Audit
5.5

Principle CMP-1. The foundation for CM planning, which delineates the 
specific CM application methods and their levels of emphasis, is an 
understanding of the context and environment of the product to which the 
CM process is to be applied.

Revised Principle CMP-2. CM Planning documents how the organization 
will implement CM throughout the applicable phases of the product life 
cycle to provide consistency between the product configuration 
information, and the product.

Principle CMP-3. To implement planned CM functions, resources are 
identified and applied, and responsibilities to perform CM activities are 
assigned.

New Principle CMP-4. The establishment and maintenance of CM 
performance and status measurements are necessary for all products 
where compliance with the Configuration Management planning and 
continuous improvement is critical.

Principle CMP-5. CM Procedures document how each CM function is 
implemented to accomplish the intent of the CM planning. Formerly CMP-
4.

Revised Principle CMP-6, Provide CM training to assure that individuals 
understand their responsibility, authority, accountability, and the 
procedures for performing CM. Formerly CMP-5.

Principle CMP-7. Periodic assessment of the effectiveness of CM 
procedures and tools and of compliance with the Configuration 
Management plan maintains the health of the CM process. Formerly CMP-
6

Revised Principle CMP-8. Performing configuration management includes 
responsibility for configuration management performance of the supply 
chain. Formerly CMP-7.

Principle CMP-9. Information processes, including collection and 
processing, controlling status, providing interoperability and exchange, and 
long-term preservation, are essential elements of effective CM planning 
and management. Formerly CMP-8.

Principle CI-1. Configuration identification is the basis from which the 
configuration of products is defined and verified; products and their product 
configuration information are labeled; changes are managed; and traceability is 
maintained throughout the product’s life cycle.

Principle CI-2. Product configuration information serves as the basis for 
development, production, operation and maintenance/support of the product.

Principle CI-3. Enterprise identifiers designating the responsible designer, 
manufacturer, or preparer provide uniqueness to the identifiers of products and 
product configuration information.

Principle CI-4. Product identifiers are assigned so that one product can be 
distinguished from other products; one configuration of a product can be 
distinguished from another and the correct corresponding product information 
can be retrieved.

Principle CI-5. Individual units of a product are assigned a unique product unit 
identifier when there is a need to distinguish one unit of the product from 
another.

Principle CI-6. When a product is modified, it retains its original product unit 
identifier, even though its part identifying number is altered to reflect a new 
configuration.

Principle CI-7. A series of like units of a product is assigned a unique product 
group identifier when it is unnecessary or impractical to identify individual units, 
but necessary to correlate units to a process, date, event, or test.

Revised Principle CI-8. Product configuration information is uniquely identified 
so it can be referred to precisely and made accessible.

Revised Principle CI-9. Establishing product structure to organize product 
configuration information provides efficient application of the information over 
its life cycle.

New Principle CI-10. Product release provides the appropriate process(es) and 
evidence necessary to validate the integrity of the product for its intended use.

Revised Principle CI-11. A configuration baseline is established by agreeing to the 
definition of the attributes of a product at a point in time and identifies a known 
configuration to which changes are addressed.

Revised Principle CI-12. A baseline for any product, or any document, plus the 
approved changes, is the current approved configuration.

Principle CI-13. Interfaces between products are managed by mutually agreeing 
to defined common product attributes, making them part of the product 
configuration baselines for each product, and applying a process to maintain 
interface integrity.

Revised Principle CI-14. Configuration Items are designated where distinct 
control is appropriate. Formerly CI-10.

Revised Principle CCM-1. Changes to an approved configuration are accomplished 
using a systematic, measurable change process.

Principle CCM-2. Justifying the need for a change provides the rationale to 
commit resources required to document, process, and if approved, implement 
the change.

Principle CCM-3. A unique change identifier enables tracking of the request for 
change and the status of implementation and verification of the approved 
change.

Principle CCM-4. Classification of a requested change determines the appropriate 
level of review and the applicable change approval authority.

Principle CCM-5. As the primary vehicle for referencing and managing a change, 
the request for change document must be clear and comprehensive from 
technical, cost and scheduling perspectives.

Revised Principle CCM-6. Prior to approval, a requested change is evaluated for all 
impacts and risk considerations including technical, operational, support, 
schedule, and cost, as well as the consequences of not approving the request.

Revised Principle CCM-7. After considering all impacts and risk factors, change 
approval decisions are made by an appropriate authority who can commit 
resources to implement the change.

Principle CCM-8. An approved change is implemented in accor-dance with 
documented direction approved by the appropriate level of authority.
Revised Principle CCM-9. If it is necessary to temporarily depart from approved 
product configuration information, a request for variance is identified, classified, 
documented, coordinated, evaluated and dispositioned.

Principle CSA-1. Configuration Status Accounting (CSA) provides an accurate, 
timely information base concerning a product and its product configuration 
information throughout the product life cycle.

Principle CSA-2. Information about the product and the product configuration 
information are captured as CM tasks are performed; reporting is accessible to 
support program/project activities as needed.

Principle CSA-3. Metrics derived from configuration status accounting 
information are used to evaluate and improve CM process effectiveness.

New Principle CVA-1. Verify CM processes to ensure appropriate consistency is 
established and maintained in their execution.

Revised Principle CVA-2. Verifying a product’s compliance with the physical, 
functional, and interface requirements in approved product configuration 
information confirms the basis for managing product configuration. Formerly 
CVA-1.

Revised Principle CVA-3. Verify the implementation of each change to ensure 
consistency is maintained between the product, its configuration information, 
and related support assets. Formerly CVA-2.

Revised Principle CVA-4. Configuration audits are a summation of the 
configuration verification process, where necessary to establish approved 
configurations at key points in the product life cycle. Formerly CVA-3.

When appropriately and effectively applied, CM provides a positive impact on every 
aspect of the product life cycle. 

Principle CM-1. Configuration Management implementation requires a balanced and continuous application of CM functions and 
their underlying principles throughout the product life cycle.
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What it takes to realize, sustain and command

Configuration Management (CM) is a technical and management process 
applying appropriate processes, resources, and controls, to establish and 

maintain consistency between product configuration information, and the 
product .

The term “product” in the 649 standard is interpreted as applicable to all
product categories; e.g.,
• documents,
• facilities, firmware,
• hardware,
• software,
• tools,
• materials,
• processes,
• services,
• systems.
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Configuration Management must transcend and enable the Enterprise
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What’s needed: CM Orchestration 



© COPYRIGHT 2019 i-infusion, Inc.

What’s needed: CM Orchestration 



© COPYRIGHT 2019 i-infusion, Inc.

To meet FAA 4IR development and sustainment integrity and 
resilience demands, it will require more than these enterprise 

enabling “best practice” methodologies. 
Product Lifecycle Management (PLM&ERP)

Change 
Management

Planning and Management

Configuration
Identification

Status
Accounting

Verification & Audit
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A foundation of Configuration Management will have to be in 
place.
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To meet FAA 4IR development and sustainment integrity and 
resilience  demands, a foundation of 649C+ Configuration 

Management will be required.
Product Lifecycle Management (PLM&ERP)

Configuration Management

CM: the application of solid, practical procedures that result in 
cost avoidance and enhanced product quality and stability. 
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CM=
Truth
Trust
TraceabilityTMBenefits towards goals:

• Establishment and sustainment of an 
authoritative source of information 

• Collaboration across capability roles, 
functions, and systems 

• Improving efficiencies 
• Improving information flow 
• Improving process effectiveness 
• Eliminating waste 
• Improving product control 
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What’s Needed: Development/Acquisition Support

DoD defines digital engineering as: an integrated digital approach that uses 
authoritative sources of system data and models as a continuum across 
disciplines to support lifecycle activities from concept through disposal. 
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What’s needed: Operational Support

Authoritative 
Source of 

InformationAsset Management
Personnel
Physical Assets

Record Mgmt.

Pre Event Planning
Record Review
Personnel Planning
Equipment Planning
Infrastructure Planning
Outside Resource Planning
Training

Post Event Execution
Assessment
Evaluate
Orchestrate
Engage
Track & Manage

DoD defines digital engineering as an integrated digital approach that uses 
authoritative sources of system data and models as a continuum across 
disciplines to support lifecycle activities from concept through disposal. 
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CM=
Truth
Trust
TraceabilityTMBenefits towards goals:

• Establishment and sustainment of an 
authoritative source of information 

• Collaboration across capability roles, 
functions, and systems 

• Improving efficiencies 
• Improving information flow 
• Improving process effectiveness 
• Eliminating waste 
• Improving product control 
• A leaner, more reliable and 

resilient enterprise  SAE/EIA-649C
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Crossrail: A CM Success story
First time in the history of the world that a 
Mege Project ($14B) was

Delivered on time (actually 1 day ahead of 
schedule)

At Budget (not a single penny over)

With the quality and value desired (as 
verified by the client)
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Challenge: Data interoperability issues
Description: Data interoperability is a major challenge to 
manage the CDE, as contractors always
prefer to use their own tools, systems and procedures.

Challenge: Lack of skilled workforce
Description: Successful BIM implementation requires skill 
and experience. Very few universities offer BIM courses, 
due to its infancy in the infrastructure business, leading to 
shortages of appropriately skilled personnel.

Challenge: Definition of job description
Description: Previously, contractors used to view the role 
of BIM managers as being limited only to managing the 3D 
models.

Crossrail: A CM Success story
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The FAA must be a place where Truth is strengthened and 
Falsehood is recognized and marginalized 

A place where we can
Progress with Confidence

More CM
Better CM
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ECM Contact Information

Name Functional Title Email Number
Cornell Collie ECM Manager/NAS CCB 

Secretariat 
Cornell.Collie@faa.gov 202-267-6099

Win Battle WebCM Program Lead Winfred.Battle@faa.gov 202-267-6210

Gia Grady Life Cycle CM Lead Gia.Grady@faa.gov 202-267-3184

Debbie Harris Business Analyst Debbie.Harris@faa.gov 202-267-6104

Carol James NAS CCB POC Carol.James@faa.gov 202-267-9536

Bob Payne RepCON Lead Bob.Payne@faa.gov 202-267-9955

mailto:Cornell.Collie@faa.gov
mailto:Winfred.Battle@faa.gov
mailto:Gia.Grady@faa.gov
mailto:Debbie.Harris@faa.gov
mailto:Carol.James@faa.gov
mailto:Bob.Payne@faa.gov
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Thank You.
For more information

Contact: Larry Gurule at lgurule@i-infusion.com
or (904) 215-2044

Kathy Easterbrook at kathy@cmpic.com
Or (434)525-8648

mailto:lgurule@i-infusion.com
mailto:kathy@cmpic.com
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